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Abstract

We examine the implications of privacy-motivated targeting restrictions on consumer welfare,
advertisers’ customer acquisition costs, and platform revenue. In our model, competitive product
firms reach consumers by placing informative ads on a monopoly advertising platform; consumers
are horizontally differentiated in their product preferences and in their willingness to pay for a
non-preferred product, but they don’t have any intrinsic privacy preferences, nor an aversion to
advertising per se.

In this context we show that both platform and consumers would be better off without any
privacy restrictions if ad rates were exogenous to the privacy regime. However, in the more
realistic scenario of endogenous ad rates, consumers with flexible product preferences are likely
to be better off under privacy. This is because a platform with market power, selling informative
ads to competitive product firms, will recognize the threat that cross-selling by mistargeted ads
poses to ad volume. To compensate, the platform will lower ad rates, which end up benefiting
flexible consumers in the form of lower product prices.



1 Introduction

The past decade has seen a surge in online advertising through third-party platforms such as Google
and Meta. These platforms build profiles of users by tracking their online activities—browsing
behavior, text and e-mail messages, photo and video posts, social media interactions—and sell them
to advertisers. Advertisers value those profiles because they help them craft better ads and target
consumers more efficiently. The multi-billion dollar valuations of companies like Alphabet and Meta
are testimony to the value of targeted ads and the market power of advertising platforms.

Concurrent with these developments, consumer privacy concerns have also risen, and are now
front and center in the debate about how to regulate the online platforms (O’Neil 2021; McKinnon
2022). Some governments have already taken measures to protect consumer privacy. For example,
the European Union enacted the General Data Protection Regulation (GDPR) in 2016 to give users
greater control over their personal information (Aridor et al. 2021; Johnson 2024); in the U.S., the
State of California passed the California Consumer Privacy Act (CCPA) in 2018, and in China, the
Personal Information Protection Law (PIPL) was adopted in 2021. Some companies, such as Apple,
have embraced privacy as a marketing strategy.1 Its App Tracking Transparency Initiative (ATT),
announced in 2021, has required apps to seek users’ explicit permission before tracking them across
other apps and websites. Meta has described ATT as a “harmful policy” that makes “it harder and
more expensive for businesses of all sizes to reach their customers” (Vranica et al. 2022).2

The academic discourse on privacy is a tale of two narratives with diametrically opposite
conclusions for consumer welfare. On the one hand we have the standard textbook account that a
monopolist, given the opportunity to target consumers based on their willingness to pay, would price
discriminate, charging each consumer her reservation price (Tirole 1988, Chapter 3; Acquisti et al.
2016). Faced with such a firm, consumers would be better off guarding their privacy. On the other
hand, in a competitive market, the same ability to target prices would intensify competition: each
reservation price becomes its own market effectively, and firms compete vigorously knowing that
their aggressive price offers in one market are shielded from other markets (Thisse and Vives 1988;
Moorthy and Tehrani 2023). In this scenario, then, consumers might be better off without privacy.
What remains elusive is to find an instrumental demand for privacy in a competitive market.

In this paper we show that it is possible to do so. A notable innovation—missing from the
papers cited above—is the explicit modeling of the advertising platform as a third actor, besides
consumers and product firms. In our model, consumers are horizontally differentiated in their
product preferences and in their willingness to pay for a less-preferred product, but they don’t have
any intrinsic privacy preferences, nor an aversion to advertising per se. Competitive product firms
reach these consumers by placing ads on a monopoly advertising platform. How targeted those ads

1https://www.apple.com/ca/privacy
2Wernerfelt et al.’s (2022) experiments at Meta suggest that this concern was well-founded. They find that the

median advertising cost per incremental customer increases by 37% when Meta’s targeting algorithms are prohibited
from using “off-site data.” Small scale advertisers and those in CPG, Retail, and E-commerce are especially affected, a
result echoed in Aridor et al. (2024). Sun et al. (2024) report similar results based on experiments at Alibaba. Kraft
et al. (2023) argue that ATT reduced publishers’ ad revenue from Apple users by 21%.
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are depends on the prevailing privacy regime. Under no privacy, the advertising platform can make it
possible for advertisers to target specific consumer types and set type-specific prices and advertising
schedules; under full privacy, neither of those things is possible. In each privacy regime, the platform
chooses ad rates to maximize its ad revenue, anticipating the product-market equilibrium to follow;3

advertisers take those ad rates and targeting constraints (if any) as a given when deciding how many
ads to buy and what prices to charge.

Our principal result is that privacy can have positive value for some or all consumers even in
competitive product markets. However, it is not easy to find such value: after all, our consumers
are intrinsically privacy-neutral—to the extent they care about privacy only because it gives them
better product-market outcomes—and our product markets are competitive. Moreover, giving up
privacy has the attractive feature of making advertising more efficient; when advertisers are more
productive, they advertise more, reaching more consumers and increasing consumption. The platform
also benefits. Indeed, these arguments are powerful enough to ensure that consumers are better off
giving up their privacy if ad rates are unable to respond to changes in the privacy regime, as might
be the case if the ad market was perfectly competitive and ad rates were determined solely by the
costs of running an ad platform. For consumers to prefer privacy in our model, it is necessary that
ad rates be endogenous to the privacy regime.4 This underscores the importance of recognizing the
strategic role of the advertising platform when debating the value of privacy in competitive product
markets; a partial-equilibrium analysis focusing on the product market alone is unlikely to reach the
right conclusion.

When ad rates are endogenous to the privacy regime, several less obvious effects of privacy
are exposed. First, when consumers are picky in their product preferences, the platform can
easily compensate advertisers for their loss in advertising productivity by lowering ad rates while
maintaining no-privacy consumer-level outcomes. In this scenario, platform revenue does not suffer,
advertisers’ customer acquisition costs do not go up, and consumers continue to be privacy-neutral.
Second, when consumers are flexible in their product preferences, mistargeted ads are not entirely
wasted: they generate sales among consumers who are not reached by ads for their first-best product.
However, such sales dilute total surplus, leading to a lower demand for advertising. We show that the
ad platform cannot find adequate compensation for this reduction in demand; not only do ad rates
decline in equilibrium, ad volume does, too, resulting in a reduction in platform revenue. However,
consumers gain, making them better off under privacy. Finally, when there is a mix of consumers,

3The mechanics of ad rate-setting in online markets differs, of course, from this idealization. Typically, an ad
platform decides how many ad slots to offer, i.e., the ad load, and conducts an auction for each ad slot; ad rates arise
as equilibrium outcomes of those auctions. For our purposes, however, it suffices to take a reduced-form approach
and assume that ad rates are chosen directly. To see the correspondence between the two approaches, imagine that a
platform is running a series of simultaneous single-ad-slot auctions based on the ad load it wants. Advertisers bid in
those auctions, anticipating the effect of their bids on how they will compete in the product market. The resulting
equilibrium generates an ad demand curve: a mapping from ad load to ad rates. By picking an ad load, then, the
platform is effectively picking an ad rate.

4This is, of course, what we should expect in the real world given that it is platforms like Meta that are determining
ad rates and they have market power. Indeed, Meta’s sales have rebounded after a brief blip in 2022 following Apple’s
ATT announcement (https://www.macrotrends.net/stocks/charts/META/meta-platforms/revenue).
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some picky and others flexible, we get asymmetric effects: firms producing the preferred products
of the former see mistargeted ads generating sales among unreached flexible consumers, but not
vice-versa. As a result, the former suffer less from mistargeted ads than the latter, and the platform’s
ad rate setting problem becomes more complicated. In this scenario, a variety of equilibria may arise,
and consumers may differ in their attitude toward privacy. In particular, consumers with flexible
product preferences are more likely to embrace it than picky consumers.

It is worth emphasizing that our results are obtained in a setting where product markets are
competitive: all product firms make zero profits in equilibrium, both under privacy and under
no privacy.5 Furthermore, the ad platform always weakly prefers no privacy to privacy: it can
replicate under no privacy whatever outcomes it achieves under privacy.6 Indeed, our analysis shows
that this preference becomes strict if the platform is unable to replicate under privacy the same
consumer-level outcomes as under no privacy. These results are consistent with the findings in the
empirical literature on privacy restrictions (Wernerfelt et al. 2022; Kraft et al. 2023; Aridor et al.
2024; Sun et al. 2024).

Our model puts the onus of consumers’ privacy preferences on the market power of ad platforms.
It suggests that stricter privacy regulations may induce ad platforms to cut advertising rates, possibly
more for some products than others, which then has knock-on effects on how different advertisers
compete in product markets, and hence consumer welfare. Our message to regulators is thus the
following: When advertising is an important tool for providing information to consumers, the market
power of ad platforms may be a more important determinant of how consumers fare under different
privacy regulations than product market competitiveness itself.

The rest of the paper is organized as follows. In the next section we review the two literature
most closely related to our work: the targeting literature and the privacy literature. Section 3
describes our model and defines what an equilibrium means in this paper. Section 4 describes the
equilibrium under no privacy. In Section 5 we examine two symmetric cases of our model, one with
all consumers equally very picky and the other with all consumers equally quite flexible, and show
that both endogenous ad rates and flexible consumer preferences are necessary for consumers to
be better off under privacy. Section 6 looks at the asymmetric counterpart, one consumer type
very picky and the other quite flexible, and shows that the latter is more likely to embrace privacy.
Section 7 puts the results of the preceding three sections in perspective by comparing results across
the three versions of our model. Finally, Section 8 concludes the paper.7

5Even though privacy has no effect on advertisers’ profits, it may have an effect on their behavior. As we document
in Propositions 3 and 8, their advertising volume, customer acquisition costs, prices, and sales can all vary between no
privacy and privacy.

6This is in contrast to papers such as Levin and Milgrom (2010), Amaldoss et al. (2015), Sayedi (2018), and Rafieian
and Yoganarasimhan (2021), which have suggested that a platform might actually prefer some targeting restrictions
to “thicken” markets; this motivation is absent in our model because our product firms are always competitive—under
privacy and under no privacy.

7Due to space constraints, the main body of the paper only presents key ideas and intuitions. Proofs of the lemmas
and propositions are divided between Appendix A and an Online Appendix.
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2 Background

The issues explored in this paper are intimately related to two streams of literature: the literature
on targeting and the literature on privacy. Before we discuss those connections, however, it would be
useful to summarize here briefly the literature on informative advertising with probabilistic exposure,
the advertising framework adopted in this paper (and many others: Butters (1977), Grossman and
Shapiro (1984), Tirole (1988, Section 7.3.1), Stegeman (1991), Chen and Iyer (2002), Bagwell (2007),
Esteves and Resende (2016), and Moorthy and Tehrani (2023)).

In this framework, consumers are unaware of the firms and uninformed about their products and
product prices unless exposed to their advertising.8 Advertising exposure is probabilistic: firms only
control ads sent, not ads received. Consumers are not guaranteed to receive an ad—much less a
specific ad; each consumer in a target market has an equal probability of receiving a targeted ad.
Consumers who receive no ads can’t buy; the rest choose, from all the ads received, the product price
offer that maximizes their consumer surplus. Butters (1977) shows that this advertising technology
implies a distribution of equilibrium product prices even in a homogeneous market with competitive
firms; furthermore, the amount of advertising is socially optimal. The latter result, however, turns
out to be fragile. In Stegeman’s (1991) model with heterogeneous consumer valuations, the amount
of advertising is less than socially optimal; in Grossman and Shapiro’s (1984) model with horizontal
product differentiation, the amount of advertising is more than socially optimal. Our model combines
aspects of these two models: from Grossman and Shapiro (1984) we borrow horizontal product
differentiation; from Stegeman (1991) we borrow a continuum of firms and consumers. But our model
is also different from them: while these papers only focus on untargeted advertising and product
prices, we compare targeted advertising and product prices with untargeted advertising and product
prices; while ad rates are exogenous in these papers, we examine both exogenous and endogenous ad
rates; finally, while there is no advertising platform in these papers, we have a monopoly ad platform
intermediating between advertisers and consumers and setting ad rates.

As noted by Bergemann and Bonatti (2011, p. 435), “the Internet has introduced at least two
technological innovations in advertising, namely (i) the ability to relate payments and performance
(e.g., pay per click), and (ii) an improved ability to target advertisement messages to users.”9 Most
of the targeting literature, including Chen et al. (2001), Iyer et al. (2005), Bergemann and Bonatti
(2011), Johnson (2013), and Moorthy and Tehrani (2023), focus on effect (ii). Johnson (2013), for
example, examines how improvements in targeting capability affect firms and consumers when the
latter can use ad-avoidance technologies to avoid ads. He finds that while product firms are better
off, consumer utility has a U-shaped relationship with targeting accuracy. In Chen et al. (2001),
the advertising messages in question are price messages. They show that an improved ability to
target price in Narasimhan’s (1988) duopoly model may soften competition when targeting accuracy
is low, leading to higher firm profits, but at high levels of targeting accuracy, further accuracy
improvements lower profits. In the same model, Iyer et al. (2005) examine the implications of

8As discussed in footnote 17, this assumption is not as restrictive as it seems.
9See also Athey and Gans (2010) and Goldfarb (2014) for related discussion.
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targeting both advertising spending and product prices (“full targeting”) vis-a-vis each alone (“partial
targeting”). They find that the marginal value of adding advertising spending targeting to price
targeting is positive for both firms while the marginal value of adding price targeting to advertising
spending targeting is zero. Moorthy and Tehrani (2023) suggest that these results may be special to
Narasimhan’s (1988) model; in Hotelling’s model, where targeting would be on consumers’ preferences
rather than on consumers’ loyalty and switching behaviors, either kind of partial targeting, as well
as full targeting, may be collectively optimal, depending on the extent of product differentiation and
the cost of advertising.

In all these papers, advertising costs are assumed to be fixed, exogenously, and uniform across
firms.10 In comparison, ad rates in our model are endogenously determined by an ad platform as
a function of the privacy regime, and can differ across products. Bergemann and Bonatti (2011)
develop a model with many firms and online and offline advertising media to study how the improved
targetability afforded by online media affects equilibrium ad rates and the competition between
online and offline media. Using Butters’s (1977) advertising technology and allowing ad rates to be
endogenously determined in equilibrium, they find that although targeting increases the social value
of advertising, equilibrium ad rates first increases and then decreases in targeting ability. In their
model, product prices are exogenous, ad rates are uniform across products, and the ad market is
perfectly competitive. Our model uses the same advertising technology as them, but we allow both
ad rates and product prices to be endogenously determined by the privacy regime in equilibrium.
More importantly, in contrast with Bergemann and Bonatti (2011) and much of the literature,11

we allow ad rates to differ across products (and potentially also across market segments). Thus,
our model can capture not only effect (ii) above but also effect (i): the ad platform can relate ad
rates to click-through rates and favour one type of product over another. Finally, by assuming a
monopoly ad platform, our analysis comes closer to replicating the real-world context under which
privacy regulations are most relevant—a context in which ad platforms such as Meta and Google
hold considerable market power.

Since changes in targetability in our model are motivated by changes in privacy regulations, our
paper is naturally linked to the growing literature on privacy (see Acquisti et al. (2016) for a survey).
One strand of this literature, e.g., Choi et al. (2019), Acemoglu et al. (2022) and Bergemann et al.
(2022), focuses on information externalities among users and shows how the social value of privacy
may differ from personal values of privacy.12 Another strand of literature recognizes that firms
may offer different product prices and/or products to consumers based on their past purchasing
behavior (Villas-Boas 1999; Fudenberg and Tirole 2000; Fudenberg and Villas-Boas 2012), or on

10See also Shin and Yu (2021). Their model also features fixed ad rates, but in their model consumers infer their
preferences from the targeted ads they receive.

11A noticeable exception is Galeotti and Moraga-González (2008). In a related model with two consumer market
segments where two homogeneous firms can each send targeted ads to one or both segments, they show that firms can
earn strictly positive profit only if the per-consumer advertising costs differ significantly across segments. Their ad
rates, however, are exogenous.

12Johnson (2013) and Garratt and Van Oordt (2021) suggest, for example, that such externalities may arise when
using ad-avoidance technologies and electronic cash, respectively.
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their voluntary disclosures (Ichihashi 2020). (Privacy regulations may determine whether sellers can
use data on consumers’ past purchasing behavior or must rely only on data voluntarily disclosed.)
One way to model the value of privacy is in terms of privacy costs—costs incurred by consumers
to stay anonymous. Conitzer et al. (2012) show that consumer welfare has an inverted-U shaped
relationship with this cost, and Baye and Sappington (2020) argue that privacy protection benefits
myopic consumers while imposing a cost on sophisticated ones. Similarly, in a duopoly setting
where firms can use consumer information to price discriminate while consumers can pay a privacy
cost to opt out of such discrimination, Montes et al. (2019) show that firms may be worse off and
consumers be better off as privacy cost increases. Ke and Sudhir (2023) examine the full gamut
of privacy rights embedded in privacy regulations such as GDPR, including the right to opt-in
to share data and the right to be “forgotten.” In a two-period model where the value of product
personalization differs among consumers, they show that consumers may or may not be better off
with privacy rights if the product market is a monopoly, but in an oligopoly, where the firms are
ex-ante homogeneous, consumers will always be better off with privacy rights. By contrast, in our
static model, privacy settings are exogenous (controlled by an authority outside the model), firms
are horizontally differentiated, and the product market is competitive. Our goal is to examine how
privacy regulations change ad prices and the ripple effect this has on ad volumes, product prices,
and consumption outcomes. We show that different consumers may have different attitudes toward
privacy even when the product firms themselves are neutral, making zero profits in each privacy
regime.

Another stream of literature (Levin and Milgrom 2010; Amaldoss et al. 2015; Sayedi 2018;
Rafieian and Yoganarasimhan 2021) argues that platforms may have an incentive to lower the level
of ad targetability because imperfect targetability can improve market thickness and hence raise
platform profits. In contrast, since the product market in our model is competitive, and hence thick
both under privacy and under no privacy, this benefit of privacy is absent. Moreover, since the
platform can always replicate privacy outcomes under no privacy—by simply ignoring the finer data
at its disposal—it always weakly prefers no privacy to privacy.

Finally, there is a growing literature on the interaction between platforms and consumer privacy.
In Casadesus-Masanell and Hervas-Drane (2015), consumers disclose information to firms to receive
better service but such disclosure entails a disutility. Firms compete for consumers in both privacy
and product prices and can generate revenue from consumer purchases and/or from sales of consumer
data to third parties. They show that it is optimal for firms to focus on one revenue source, and
more intense competition does not necessarily lead to a higher level of privacy. In Campbell et al.
(2015), firms differ in the scope of products they are offering, and a more specialized firm offers a
narrower range of products but with higher product quality. Consumer data can help firms optimize
their product offerings, but consumers suffer an intrinsic loss when their data are collected and used
by these firms. They show that privacy regulation has a differential impact on firms selling different
ranges of products. In comparison, consumers in our model do not have intrinsic preferences for
privacy and their attitude toward privacy is completely determined by the consumer surplus they
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receive under different privacy regimes. In this respect we are similar to De Corniere and De Nijs
(2016), who also assume that consumers do not have intrinsic preferences for privacy. However, in
their model firms compete in an auction for the monopoly right to serve a consumer; the ad platform
(auctioneer) can choose whether to disclose consumer information to allow bidders to have a better
estimate of the value of serving a particular consumer. The privacy regime is determined by the
platform, and it prefers no privacy (i.e., full disclosure) only when the number of firms is sufficient
large. By contrast, in our model, privacy settings are exogenous—controlled by a third party outside
the model—and the platform always weakly prefers no privacy. We focus on the differential impact of
privacy on different types of consumers in a competitive as opposed to a monopoly product market,
in contrast to De Corniere and De Nijs’s focus on the platform’s incentive to disclose. Thus the two
papers are complementary.

3 Model

We build a model which, while minimalistic, is still capable of delivering on three objectives: (i)
capture key strategic features of the online advertising environment in which privacy issues are
playing out in the real world, (ii) generate rich competition patterns in the product market, and (iii)
provide a micro foundation for the differential effects of privacy regulations on different types of
consumers.

As noted in the Introduction, the online advertising environment is characterized by advertising
platforms like Meta with a lot of market power, while the advertisers advertising in them have
hardly any.13 Accordingly, in our model, the advertising platform is a monopoly and advertisers are
a continuum of infinitesimal product firms with no market power. See Figure 1.

Ad platform
e.g., Meta

Advertisers Consumers

Type-1 consumers

(“picky”)

Type-2 consumers

(“flexible”)

Type-1 product firms

(competitive)

Type-2 product firms

(competitive)

consumer
information

posts ad
rates b1, b2

buy ads targeted/untargeted
ads

buy product

Figure 1: Model framework

On the consumer side, we have a continuum of infinitesimal consumers, horizontally differentiated
13As Wernerfelt et al. (2022) note: “Small businesses rely heavily on digital and social media advertising, whereas

larger businesses generally advertise on more traditional channels (Moorman 2022, Peck 2022).”
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into two types, i ∈ {1, 2}, based on the product type they prefer. For example, in the cereal category
we can identify two consumer types: people who prefer gluten-free cereals and people who prefer
“regular” cereals. As this example suggests, corresponding to the two consumer types, two product
types are defined: product type 1, the product type preferred by type-1 consumers, and product
type 2, the product type preferred by type-2 consumers. Denote the fraction of type-1 consumers by
γ; then the fraction of type-2 consumers is 1− γ.14

Each consumer is assumed to have a demand of up to one unit of a product. Horizontal product
differentiation is captured in the following utility function:

uij =

{
u if i = j

βiu if i ̸= j

with u > 0 and 0 ≤ βi < 1. In other words, a type-1 consumer is willing to pay up to u for a unit of
product-type 1, but is only willing to pay up to β1u < u for a unit of product-type 2; similarly, a
type-2 consumer is willing to pay u for a unit of product type 2, but is only willing to pay β2u for a
unit of product type 1. βi thus represents how “picky” or “flexible” a type-i consumer is; the higher
the β, the less picky (more flexible) she is. By placing a type index on β we are allowing for the
possibility of asymmetric pickiness—the two consumer types differing in their pickiness, making this
a variant of the familiar Hotelling model.15

Turning to the supply side, the market for each product type consists of a continuum of product
firms with no market power. We call the firms making type-1 product, type-1 firms, and the firms
making type-2 product, type-2 firms.16 Their marginal cost of production is c ∈ (0, u) and they have
no fixed costs (other than advertising costs). Thus, when a type-j firm sells to a consumer of type i

with j = i (product type matches consumer type), the total surplus per unit is u− c, but when a
type-j firm sells to a consumer of type i with j ≠ i (product type mismatched with consumer type),
total surplus per unit is βiu− c. Denote the ratio of these total surpluses by ρi:

ρi ≡
βiu− c

u− c
, i = 1, 2. (1)

When ρi < 0, i.e., βiu < c, type-i consumers are so picky that it is impossible to sell unmatched
products to them while covering variable costs; then the only equilibrium possible under privacy is
one where type-i consumers buy matched products. By contrast, when ρi ≥ 0, type-i consumers
are flexible enough that it is possible to have a privacy equilibrium where they buy an unmatched
product. Later we will argue that if ρi < 0 for both types of consumer, then it is impossible for

14Sometimes, for ease of exposition, we refer to the fraction of type-i consumers as γi ∈ (0, 1) (γ1 + γ2 = 1).
15To see the correspondence, imagine two firms and two groups of consumers located at either end of a unit line

(but none in between). In the standard Hotelling model, unit “transportation costs” are assumed to be the same for all
consumers. Translated to our context, this is as if consumers are homogeneous in their reservation prices for their
preferred product and homogeneous in their (lower) reservation prices for the non-preferred product. Since we are not
assuming the latter homogeneity, we are allowing for the possibility that the two groups of consumers have different
unit transportation costs.

16Since the market is competitive for each product type, it doesn’t make a difference whether a firm makes only one
type of product or both types of product.
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consumers to be better off under privacy. In other words, for consumers to benefit from privacy, at
least some consumers must be flexible enough to make ρi > 0.

Let us turn now to the advertising technology used by the product firms. Following Butters
(1977), ads in our model are informative and have probabilistic exposure within the markets to which
they are targeted. As discussed in Section 2, this is the advertising technology used in virtually
the entire informative advertising literature, including: Grossman and Shapiro (1984), Tirole (1988,
Section 7.3.2), Stegeman (1991), Chen and Iyer (2002), Bagwell (2007), Bergemann and Bonatti
(2011), Esteves and Resende (2016), and Moorthy and Tehrani (2023). In this framework, exposure
to a firm’s ads is necessary to become informed about its product attributes and price, and ad
exposure, within targeted groups, is random.17,18 If a block A of ads is sent to a unit measure of
consumers, the fraction of consumers who are exposed to an ad is 1 − e−A.19 Consumers decide
whether and which product to buy based on the ads they see. If a consumer sees ads from only
one product, she can buy only that product, which she will, if it yields a positive consumer surplus;
on the other hand, if she sees ads from multiple products (of the same or different types), she will
compare their respective offers and choose the one offering the highest positive consumer surplus.

Product firms compete via the number of ads they send and the prices they advertise. The
targetability of ads depends on the privacy regime prevailing, presumably dictated by regulations. We
consider two privacy regimes: no privacy (NP) and full privacy (P). Under NP, the platform observes
consumers’ types and has the capability to target ads to particular consumer types; advertisers,
taking advantage of this capability, can decide whether to target one or both types, and if the latter,
whether to customize their offers by consumer type or not. Under P, the platform cannot identify
consumers’ types, making it impossible for advertisers to target specific types; in that case their
product-price offers must necessarily be the same for all consumer types. We assume that consumers
do not have any intrinsic preference for privacy (Becker 1980; Lin 2022), nor an aversion to ads per
se, or an intrinsic preference for well-targeted over mis-targeted ads.20 In other words, going in, all

17The second part of this assumption is simply an empirical fact of online advertising: firms only control “intend to
expose,” not actual exposure. For example, even if a consumer is in a targeted group, she will not see any ads if she is
using an ad blocker (Johnson 2013). Even if a consumer is not using an ad blocker, there is no guarantee that she
will see an ad just because it appears in her “feed.” Lacking visibility into which among their targeted consumers
will see their ads and which won’t, advertisers only control probability of exposure, not actual exposure. (The only
thing advertisers can guarantee is that non-targeted consumers will not see their ads.) As for the first part of the
assumption, it should not be interpreted literally as requiring that consumers start from ground zero—that they have
never heard of the firms and know nothing about their products and prices until exposed to their advertising. A
more realistic interpretation would allow for the possibility that consumers have heard of the advertisers before, and
possibly also know something about their products, but that those memories have faded—faded enough that they
can’t act on them without further advertising exposure. The function of advertising exposure, then, is to rekindle and
refresh those memories (Iyer et al. 2005). As Moorthy and Tehrani (2023) note, “this extends the scope of informative
advertising to virtually any kind of advertising—–even to so-called ‘uninformative advertising.’ ”

18This advertising technology, in conjunction with infinitesimal firms, delivers competitive product markets, i.e.,
markets in which firms have no market power. It is more challenging to justify the benefits of privacy for consumers
in such a setting than, say, a setting where the product market is a monopoly or an oligopoly.

19To see this, consider a finite market with n consumers. An ad falls randomly on one of these n consumers, so each
consumer has 1/n chance of being hit by that ad. If a firm sends A units of ads per consumer, i.e., An total number
of ads, then the probability that any given consumer observes none of those ads is (1− 1/n)An. This probability
converges to e−A as n tends to infinity because (1− 1/n)An = (1 + 1/ (n− 1))−An and limn→∞ (1 + 1/n)n = e.

20This is not because we don’t think these preferences exist. Rather, it is because we want to create an environment
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consumers are privacy-neutral. To the extent they prefer privacy, then, it is because their consumer
surplus is higher in the privacy equilibrium than in the no-privacy equilibrium.

We assume that the ad platform sets ad rates by product type and target market to maximize
ad revenues. Under NP, there are potentially three target markets for each type of firm—type-
1 consumers, type-2 consumers, all consumers—so the platform may quote six ad rates; under
P, since the only target market is the set of all consumers, there are only two ad rates.21 The
interaction between platform and advertisers is a two-stage game: the platform sets ad rates first;
advertisers, taking those ad rates as given, then decide how many ads to buy and what product
prices to advertise.22 We call the equilibrium in the second stage of the game the “product-market
equilibrium.” In a subgame perfect equilibrium, the platform will recognize that the product-market
equilibrium depends on the ad rates it sets, and will set those rates anticipating the advertising
revenue to come from the product-market equilibrium.

Following Stegeman (1991), we represent the product-market equilibrium in a target market as a
pair of non-decreasing continuous advertising distribution functions, (A1 (·) , A2 (·)), where Ai (p)

(i = 1, 2) is the total number of ads with product prices less than or equal to p, sent by type-i firms
per unit measure of the target market.23 Note that these advertising distribution functions represent
the collective advertising of all type-i firms, not the advertising of an individual firm—the latter is
infinitesimal by definition (because the firm itself is infinitesimal). Furthermore, by writing these
advertising quantities as “per unit measure of the target market,” we are really capturing advertising
intensities, which is the right metric to take to the privacy-no privacy comparison. For the size of
the target market will vary by privacy regime: under privacy the target market will have to be the
entire market; under no privacy, it can be a specific consumer type or the entire market.24

Let the ad rate for product i in a particular target market be bi per ad unit; then, if a product-i
advertiser buys n ad units targeting that market it will pay nbi to the ad platform. Denote the
marginal profit of a type-i firm in a target market from an additional ad with product price p, when
type-i firms are collectively sending Ai ads, by πi (p;A1, A2).

Definition (Equilibrium in a target market) An equilibrium in a target market is a pair of ad
rates (b1, b2) and a pair of non-decreasing continuous advertising distribution functions (A1 (·) , A2 (·)),
Ai (p) : [c+ bi, u] → R+, i = 1, 2, such that:

that is privacy-neutral—neither stacked in favor of privacy nor stacked against it. Whatever privacy preferences
develop in our model will be driven purely by instrumental considerations.

21Later we will argue that the additional capability of targeting by target market under NP is redundant because in
equilibrium, advertisers with type-i products will target type-i consumers only.

22As noted in footnote 3, this model of ad platform choosing ad rates directly may be seen as a reduced-form
representation of ad auctions where the platform sets the ad load and ad rates arise as auction equilibria.

23Why are these functions and not a single (A, p) pair? The reason has to do with the probabilistic nature of
advertising exposure. No single price can be an equilibrium price because a firm can gain either by advertising a
lower price—hoping for additional sales from consumers who see this offer and no better offer—or by advertising a
higher price—hoping for additional margin from consumers who see only this offer. The logic is akin to the logic of
mixed-strategy equilibria in Narasimhan’s (1988) duopoly model.

24In Stegeman’s (1991) model, products are homogeneous while consumers are vertically differentiated. Furthermore,
consumers’ types cannot be identified or separated, so all consumers are equally likely to receive each ad. In comparison,
in our model under no privacy, the platform can identify and target individual consumer types, so the advertising
market can operate independently for each consumer type.
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1. (b1, b2) maximizes ad revenue for the monopoly platform, anticipating the product-market
equilibrium to follow in the target market.

2. The product-market equilibrium in a target market is characterized by a pair of advertising
distribution functions (A1(·), A2(·)) satisfying:

(i) Ai (c+ bi) = 0,

(ii) πi (p;A1, A2) ≤ 0 for all product prices p ∈ [c+ bi, u],

(iii) Ai(p
′) = Ai(p

′′) if πi (p;A1, A2) < 0 for all p ∈ [p′, p′′],

where Ai (p) (i = 1, 2) is the number of ads with prices less than or equal to p sent by type-i firms
per unit measure of the target market.

Equilibrium advertising distribution functions have a domain [c+ bi, u] because a price below
c + bi will produce a sure loss for a type-i firm, while consumers will not accept a price above u.
Condition (i) requires that type-i firms do not advertise product price c+ bi, for if a firm did, while
it breaks even on the ads seen by a consumer, it incurs a loss on the ads not seen (which always
occurs with positive probability). Condition (ii) says that the marginal profit from an additional ad
is non-positive at all feasible product prices p ∈ [c+ bi, u]. Condition (iii) says that firms will not
advertise product prices that generate a negative marginal profit. We will rely on condition (ii) to
construct the product-market equilibrium in each privacy regime. As in Stegeman (1991), because
each target market is competitive, all firms will have zero expected profits in equilibrium in each
privacy regime.

The following lemma follows immediately from our definition of equilibrium.

Lemma 1 (Necessary condition for equilibrium ad rates). Equilibrium ad rates in each tar-
get market must satisfy b−i/bi ≥ ρi for i = 1, 2. 2

In other words, it will never be in the platform’s interest to set ad rates in a target market so
lopsidedly in favor of one type of firm that the other type is unable to compete “in its own backyard”—
the consumers who prefer it. Ad rates that satisfy this lemma guarantee that mismatched firms
cannot out-compete matched firms.25

Since the game between platform and advertisers is two-stage, a subgame-perfect equilibrium calls
for computing the product-market equilibrium given ad rates first, and then optimizing the platform’s
ad rates to maximize ad revenue. It turns out that this exercise is relatively straightforward under
no privacy and relatively complicated under privacy. Therefore, to simplify the exposition, we will
proceed as follows:

1. First, in Section 4, we will derive the no-privacy equilibrium analytically.

2. Then, in Section 5, we will begin our analysis of the privacy equilibrium by examining two
symmetric cases of our model: both consumer types equally very picky (ρ1 = ρ2 < 0) and both

25Equal ad rates automatically satisfy this lemma.
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consumer types equally somewhat flexible (ρ1 = ρ2 > 0). These examples will illustrate how
consumer and firm behavior change under privacy, and the impact this has on how the platform
sets ad rates. Two conditions will emerge as necessary for consumers to benefit from privacy:
(1) existence of consumers with flexible preferences, and (2) ad rates that are endogenous to
the privacy regime.

3. Finally, in Section 6, we will examine the asymmetric case where one type of consumer (say
type-1) is very picky (ρ1 < 0) while the other is somewhat flexible (ρ2 > 0). This case will show
that different consumer types may develop different attitudes toward privacy. In particular, it
will confirm the intuition coming from the symmetric examples that flexible consumers stand
to gain more from privacy regulations than picky consumers.

4 Equilibrium under no privacy

In this section we will execute Step 1 of the agenda outlined above by first computing the product-
market equilibrium for given ad rates (Section 4.1), and then optimizing the ad rates to maximize
the platform’s ad revenues (Section 4.2).

4.1 Product-market equilibrium for given ad rates

Under no privacy, the ad platform can classify consumers by type, and advertisers can use this
classification to target consumers with matched or unmatched product preferences (or both). However,
it is easy to see that the latter cannot happen in a no-privacy equilibrium. It will never be in the
platform’s interest to allow mismatched sales. This is because total surplus is maximized when
type-1 firms sell to type-1 consumers and type-2 firms sell to type-2 consumers, and the platform
can also maximally extract surplus by restricting targeting to matched ads only. The platform can
guarantee this outcome simply by prohibiting mismatched targeting or, more naturally, by setting
(prohibitively) high ad rates for firms seeking mismatched consumers (compared to firms seeking
matched consumers).26 Effectively, then, the ad rates that matter are the ad rates that apply to
matched consumers.

Let bi denote the ad rate for type-i firms targeting type-i consumers (i = 1, 2) and
(
ANP

1 (·), ANP
2 (·)

)
the advertising distribution functions of the two types of firms in the resulting product-market
equilibrium. Then, by property (ii) of the definition of equilibrium, for all prices in the support
of these functions, the marginal profit of a type-i firm from sending an additional ad to type-i
consumers must be non-positive. To calculate this marginal profit, suppose a type-i firm tries to send
Z additional ad units (per unit measure of type-i consumers) with product price p to these consumers.
These new ads will generate additional sales in the amount of

(
1− e−Z

)
e−ANP

i among those type-i
consumers who do not receive type-i product ads with product prices less than p (because e−ANP

i (p)

is the fraction of type-i consumers who do not receive any type-i product ads with prices less than p

26See https://www.facebook.com/business/help/430291176997542?id=561906377587030 for how Facebook does
this in an ad auction by setting “estimated action rates” and “ad quality.”
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in the putative equilibrium and 1− e−Z is the fraction of type-i consumers who receive at least one
of the Z additional ads). The margin on each such sale is (p− c), and the firm incurs an advertising
cost of biZ. Hence its incremental profit will be

ΠNP
i

(
Z; p,ANP

1 (·), ANP
2 (·)

)
=
(
1− e−Z

)
e−ANP

i (p) (p− c)− biZ.

and its marginal profit will be

πNP
i

(
p;ANP

1 (·), ANP
2 (·)

)
≡

∂ΠNP
i

(
Z; p,ANP

1 (·), ANP
2 (·)

)
∂Z

∣∣∣∣∣
Z=0

= e−ANP
i (p) (p− c)− bi.

To obtain the product-market equilibrium we set this marginal profit equal to zero and solve for the
advertising distribution function.

Lemma 2 (product-market equilibrium under no privacy). Given ad rates {bi}, i = 1, 2,
for type-i firms targeting matched consumers, the unique product-market equilibrium under no privacy
(ANP

1 (·), ANP
2 (·)) is given by

ANP
i (p) = ln

(
p− c

bi

)
(2)

for p ∈ [c+ bi, u] and i = 1, 2. 2

Equilibrium advertising distribution functions, being cumulative, are increasing in price by
definition. The more interesting observation is that the advertising density function, 1/(p− c), is
decreasing in price, i.e., advertising intensity is decreasing in price. This is because of competitive
pressure: as price increases, the chances of being undercut increases. Total advertising volume is
γiA

NP
i (u). Each advertising distribution function implies a corresponding sales distribution function

(total sales of type-i firms with price ≤ p)

SNP
i (p) = γi

[
1− e−ANP

i (p)
]
= γi

(
1− bi

p− c

)
and total sales volume SNP

i (u) = γi (1− bi/(u− c)) .

Lemma 3 (Comparative statics of the product-market equilibrium under no privacy).
As bi increases, type-i firms reduce advertising volume and increase average product price; there are
no cross-product effects. 2

Under no privacy, advertisers of each type target their natural market only; there is no advertising
spill-over to the “other” market. Type-i firms’ total advertising is γiA

NP
i (u) = γi(ln(u− c)− ln bi),

which is decreasing in bi. Since the advertising density function is independent of bi, and the lower
bound of the support is increasing in bi, average product price is increasing in bi.
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4.2 Optimal ad rates

Under no privacy, the platform may set ad rates that vary by product type and target market.
However, as discussed earlier, the latter variation does not have any bite; it will never be in the
platform’s interest to allow mismatched sales. So, effectively, the platform has to optimize only two
ad rates: b1 for type-1 firms targeting type-1 consumers and b2 for type-2 firms targeting type-2
consumers.

This optimization is straightforward. All that the ad platform has to do is maximize its ad
revenue

RNP = γ1b1A
NP
1 (u) + γ2b2A

NP
2 (u) ,

with respect to b1 and b2. This yields the following equilibrium under no privacy.

Proposition 1 (Equilibrium under no privacy). In the equilibrium under no privacy, the opti-
mal ad rate for type-i firms targeting type-i consumers is given by

bNP
i =

u− c

e
for i = 1, 2,

which implies the following product-market equilibrium:

ANP
i (p) = 1 + ln

(
p− c

u− c

)
for p ∈ [c+ (u− c) /e, u] and i = 1, 2. (3)

2

The platform sets equal ad rates for the two types of firm under no privacy because it wants both
types to target their natural markets; this maximizes total surplus. (Under privacy, as we will see,
this will not always be possible.) Both types of firms end up with the same sales and customer
acquisition costs; both types of consumers enjoy the same consumer surplus.

4.3 Properties of the no-privacy equilibrium

• Sales distribution function

SNP
i (p) = γi

[
1− (u− c)

e(p− c)

]
for p ∈ [c+ (u− c) /e, u]

• Total sales of type-i product

SNP
i (u) = γi

(
e− 1

e

)
for p ∈ [c+ (u− c) /e, u]

• Total ad volume of type-i products

γiA
NP
i (u) = γi

(
ln (u− c)− ln bNP

i

)
= γi
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• Per-capita customer acquisition cost for type-i firms

bNP
i γiA

NP
i (u)

SNP
i (u)

=
u− c

e− 1

• Platform revenue
RNP =

u− c

e

• Aggregate consumer surplus of type-i consumers∫ u

c+(u−c)/e
(u− p) d

(
SNP
i (p)

γi

)
=

(
1− 2

e

)
(u− c) .

5 Two symmetric cases

We will begin our analysis of the privacy equilibrium by examining two symmetric cases of our
model: (i) both consumer types equally (very) picky in their product preferences (β1 = β2 ≡ β ≤ 0)
and (ii) both consumer types equally quite flexible in their product preferences (β1 = β2 ≡ β = .5).
Both cases will share the additional symmetric assumption, γ = 1/2, and the normalization, u = 1,
c = 0; then ρ1 = ρ2 ≡ ρ = β.

Since Proposition 1 doesn’t depend on βi or γ, the no-privacy equilibrium is the same in the two
cases: bNP

i = 1/e and ANP
i (p) = 1 + ln(p) for p ∈ [1/e, 1], i = 1, 2, platform revenue = 1/e, each

type’s consumer surplus = (1− 2/e).
Under privacy the platform cannot identify consumers’ types. Hence advertisers cannot target

specific consumer types: each ad falls randomly on the entire market. Similar to the case of no
privacy, the equilibrium under privacy is described by a pair of advertising distribution functions,
(AP

1 (·), AP
2 (·)), but now AP

i (p) is the total number of ads with product prices less than or equal
to p sent by type-i firms per unit measure of all consumers. With that definition, the number of
matched type-i ads—type-i ads received by type-i consumers—with product prices no higher than p

is γiA
P
i (p), i.e., AP

i (p) type-i ads per unit measure of type-i consumers.

5.1 Case 1: Both consumer types equally (very) picky

When β ≤ 0, consumers are so picky that, even though they get exposed to ads for all products
under privacy, they only buy matched products. We call such an equilibrium “a W equilibrium”—“W”
indicating within product type competition only.

If a type-i firm sends ads at product price p, those ads will make a sale only with type-i consumers.
The fraction of such consumers is (1/2)e−AP

1 (p). Hence the marginal profit of a type-i firm sending

16



an additional ad at product price p is simply

πP
i (p;A1(·), A2(·)) =

1

2
e−AP

i (p) (p)− bi

Setting this equal to zero and solving for the advertising distribution functions yields

AP
i (p) = ln

(
p

2bi

)
for p ∈ [2bi, 1], i = 1, 2. (4)

For given ad rates, this product-market equilibrium has a higher lower bound in the support
than under no privacy—2bi instead of bi—and AP

i (p) < ANP
i (p), dAP

i /dp = dANP
i /dp for p ∈ [2bi, 1].

Prices that are advertised are advertised at the same intensity as under no privacy, but average
advertised price is higher and total advertising volume is lower. Hence we get the following result.

Proposition 2. When ad rates are exogenous to the privacy regime and both consumer types are
equally very picky, both platform and consumers are worse off under privacy. 2

When both consumer types are picky, consumer behavior doesn’t differ substantively between the
privacy and no-privacy product-market equilibria: in both cases, consumers buy matched products
only. So, why the worse welfare outcome under privacy? It reflects a fundamental, inevitable
effect of privacy: mistargeted ads—type-1 consumers receiving type-2 product ads, and vice-versa.
When those mismatched ads reach picky consumers, they are wasted. This reduction in advertising
productivity leads firms to pull back on their advertising, especially advertising featuring low prices.
The reduction in advertising volume in conjunction with an increase in average advertised price
makes both platform and consumers worse off.

Of course, ad rates are not exogenous to the privacy regime: the platform chooses them, so it
can certainly optimize them for the privacy regime it is operating under. This means solving the
following maximization problem:

max
b1,b2

RP = b1 ln

(
1

2b1

)
+ b2 ln

(
1

2b2

)
, (5)

where ln(1/2bi) = AP
i (1) is the total ad demand of firms of type i in the privacy product-market

equilibrium.27 The solution is:

bPi =
1

2e
=

bNP
i

2
for i = 1, 2. (6)

which yields the product-market equilibrium,

AP
i (p) = 1 + ln p = ANP

i (p) for p ∈ [1/e, 1], i = 1, 2.

Equilibrium advertising rates under privacy are half of what they are under no privacy, to
27There are no γi terms in this revenue expression because the advertising functions have been defined per unit

measure of the target market, which is the entire market now.

17



compensate for the fact that half of each firm’s advertising is wasted. With that fix, however,
everything remains the same for consumers: they see the same prices, advertised at the same
intensities. Hence they are just as well off under privacy as under no privacy. The platform, too, is
unaffected, because whatever it gives up in ad rates it makes up on ad volume.28 Hence our welfare
result changes.

Proposition 3. When ad rates are endogenous to the privacy regime and both consumer types are
equally very picky, both platform and consumers are equally well off under privacy and no privacy.2

In Proposition 2, with exogenous ad rates, consumers are strictly worse off under privacy, and in
Proposition 3, with endogenous ad rates, they are equally well off under privacy and no privacy. But
we are yet to see a situation where they are better off under privacy. This simply reflects a natural
predisposition of our model towards consumers favoring no privacy, which makes our subsequent
results all the more interesting. We will show next (and in Section 6) that when consumers are
flexible in their product preferences, it is possible for them to be better off under privacy.

5.2 Case 2: Both consumer types equally flexible with β = .5

Since privacy entails ads randomly distributed across the entire market, consumers may be in one of
three states: (i) see ads for their preferred product only, (ii) see ads for their non-preferred product
only, or (iii) see ads for both preferred and non-preferred products. With flexible product preferences,
they may consider purchasing a non-preferred product if it is well-priced. For instance, a type-2
consumer will buy a type-1 product if she is in state (ii) and p1 ≤ .5 or she is in state (iii) and
.5−p1 ≥ max{1−p2, 0}, where p1 and p2 are the lowest prices of type-1 and type-2 products seen by
this consumer. In other words, mistargeted ads may not be entirely wasted and there is a possibility
of cross-product competition.

Each advertiser faces a 2× 2 matrix of considerations: along one dimension, whether to advertise
high prices that appeal to matched consumers only or to advertise low prices that appeal to all
consumers; and along the other dimension, the nature of competition for each consumer type—
whether it comes from the same type of firm or from both types of firm. In general, three types
of product-market equilibria may emerge under privacy: (1) a W equilibrium where each product
type sells only to matched consumers (as in the picky-consumers case just considered), (2) a C
equilibrium where each product type sells both to matched and mismatched consumers (here “C”
refers to the presence of cross-product competition), and (3) an E equilibrium where one type of
firm sells to both types of consumers and the other type is excluded ; see Figure 2 below. As might
be guessed, an E equilibrium, which is asymmetric by definition, will not arise in this symmetric
model under symmetric ad rates: an excluded firm can surely offer matching consumers better deals
than the mismatched firms. A W product-market equilibrium is theoretically possible: if ad rates
are relatively high, then firms will only send ads with high product prices to appeal to matched

28As we note in Section 6, this property may not hold in all instances of a W equilibrium. When it does, as here, we
call it a W1 equilibrium; when it does not, i.e., the platform is worse off under privacy, we call it a W2 equilibrium.
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consumers as in Section 5.1. However, as we shall see, in this symmetric model, equilibrium ad rates
will not be so high, and only a C product-market equilibrium survives.

Type-1 consumers

Type-1 firms

Type-2 consumers

Type-2 firms

W equilibrium

Type-1 consumers

Type-1 firms

Type-2 consumers

Type-2 firms

C equilibrium

Type-1 consumers

Type-1 firms

Type-2 consumers

E equilibrium

Note: Dark arrows indicate ad flow with product sales; grey arrows indicate ad flow without product sales.

Figure 2: Different types of product-market equilibria under privacy

Suppose ad rates satisfy Lemma 1 and we are in a C situation. Then a firm may sell to matched
consumers only if its price is greater than .5 or it may sell to all consumers if its price is less than .5.
See Figure 3 below.

−
appeal to all consumers︷ ︸︸ ︷

|−
¯
pi

−−−−−−−−
appeal to type-i consumers only︷ ︸︸ ︷
|−
.5

−−−−−−−−−−|
1
−− → price of a type-i firm

Figure 3: How a type-i firm’s market varies by price in a C equilibrium

Therefore, if a type-1 firm sends Z additional units of ads at price p ∈ [
¯
p1, .5], those ads will

make a sale not only with type-1 consumers who do not receive product-1 ads with prices lower than
p, but also with type-2 consumers who receive neither ads of product 1 with product prices lower
than p nor ads of product 2 with product prices lower than p+ .5. The fraction of such consumers
is .5e−AP

1 (p)
(
1 + e−AP

2 (p+.5)
)
. Since the fraction of all consumers receiving at least one of those

additional ads is 1− e−Z , its net profit is

ΠP
1 (Z; p,AP

1 (·), AP
2 (·)) = .5e−AP

1 (p)
(
1 + e−AP

2 (p+.5)
) (

1− e−Z
)
p− b1Z.

On the other hand, if a type-1 firm sends Z additional units of ads at product price p ∈ (.5, 1],
those ads will make a sale only with type-1 consumers who receive neither product-1 ads with prices
lower than p nor product-2 ads with prices lower than p − .5. The fraction of such consumers is
.5e−AP

1 (p)e−AP
2 (p−.5). Hence, its net profit will be

ΠP
1 (Z; p,AP

1 (·), AP
2 (·)) = .5e−AP

1 (p)e−AP
2 (p−.5)

(
1− e−Z

)
p− b1Z.

Setting the marginal profits equal to zero for each type of firm and solving for the advertising
distribution functions, we show in Appendix A.6 that the product-market equilibrium for given ad
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rates (b1, b2) is:

AP
i (p) =


ln p− ln

¯
pi if p ∈ [

¯
pi, .5]

−2 ln 2− ln bi if p ∈ (.5, ũi)

− ln 2 + ln p− ln bi if p ∈ [ũi, p̄i],

(7)

where

p̄1(b1, b2) = b2 − b1 +
1

4
+

√
b1 +

(
b2 − b1 +

1

4

)2

, (8a)

p̄2(b1, b2) = b1 − b2 +
1

4
+

√
b2 +

(
b1 − b2 +

1

4

)2

, (8b)

and
¯
pi = p̄−i − .5 for i = 1, 2. The lower prices [

¯
pi, .5] appeal to both types of consumers while the

higher prices [ũi, p̄i] appeal to matched consumers only; there may be a gap in the support to reflect
the discrete drop in sales when transitioning from the entire market to matched consumers only.
Note that

¯
pi = p̄−i − .5 implies that firms make mismatched sales only among consumers who do

not receive any matched ads. This reflects the role of Lemma 1.
Notice that if b2 > b1, then p̄1 > p̄2,

¯
p1 <

¯
p2, and AP

1 (p̄1) > AP
2 (p̄2). Firms favored by the

platform in the form of a lower ad rate advertise more, and over a wider price range. When ad
rates are symmetric, we can compare these advertising distribution functions with the corresponding
functions under no privacy in Lemma 2 and see that total advertising volume will be lower under
privacy, with the volume of matched advertising lower still. Sales go down under privacy as a result,
reducing consumer welfare.

Proposition 4. When ad rates are symmetric and exogenous to the privacy regime, and both
consumer types are equally flexible with β = .5, both platform and consumers are worse off under
privacy. 2

In other words, going to flexible consumers is not sufficient to make them better off under privacy.
Will that change if ad rates were endogenous to the privacy regime? To find out, let us examine the
full equilibrium under flexible preferences.

Using (7), the platform’s optimization problem is

max
b1,b2

RP = b1 ln

(
p̄1(b1, b2)

2b1

)
+ b2 ln

(
p̄2(b1, b2)

2b2

)
, (9)

subject to the constraints AP
i (1) > 0, AP

i (.5) > 0 and AP
i (1) ≥ AP

i (.5). The first constraint ensures
that firms actually send ads in equilibrium; the second constraint guarantees that firms advertise low
prices to appeal to mismatched consumers, which is a defining characteristic of a C equilibrium. The
third constraint verifies the non-decreasing nature of the advertising distribution functions. If the
second constraint is violated, firms would only advertise high prices, resulting in a W equilibrium.

The revenue function with flexible consumers is similar to the revenue function with picky
consumers (5), with one crucial difference: the numerators of the ad demand functions are functions
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of (b1, b2), instead of 1. It is easy to check from (8) that as bi goes up, p̄i goes down and p̄−i goes
up; there are cross-product effects. In particular, by increasing the ad rate for a particular type of
product, the platform can raise the ad demand curve of the other type of product.29

Unconstrained optimization of (9) yields bPi = .172021 < .5bNP
i for i = 1, 2, which implies the

advertising distribution functions

AP
i (p) = 1.45 + ln p for p ∈ [.234, .5],

for i = 1, 2;
¯
pi = .234. These advertising distribution functions satisfy the three constraints, so we

do indeed have a C equilibrium (and can eliminate the possibility of a W equilibrium). Notice that
there is no gap in the support of these functions: firms sell to matched and mismatched consumers
throughout the price range. The platform’s ad rates under privacy are lower than its ad rates under
no privacy, as in the first example, but there is a critical difference. Because consumers are flexible
in their product preferences, mismatched ads are not entirely wasted: they generate sales among
consumers who are not reached by matched firms. However, mismatched sales generate lower total
surplus than matched sales, and the demand for advertising shrinks. It is no longer enough to
simply compensate advertisers for the lower productivity of their ads; the platform has to reduce ad
rates below .5bNP

i . But even with this price concession, total advertising volume cannot be restored
to no-privacy levels: AP

i (.5) = .7569 < 1 = ANP
i (1). This has the predictable effect of lowering

platform revenue below no privacy levels:

RP = .261 < 1/e = RNP .

However, what is bad for the platform is good for consumers. Type-1 consumers’ (as well as that
of a type-2 consumers’) aggregate consumer surplus under privacy is∫ .5

p̄1−.5
(1− p)d

(
SP
1→1 (p)

γ1

)
+

∫ .5

p̄2−.5
(.5− p)d

(
SP
2→1 (p)

γ1

)
= .395 > 1− 2

e
,

where SP
1→1 (p) is the (cumulative) matched sales distribution function and SP

2→1 (p) is the (cumula-
tive) mismatched sales distribution function. Thus we get:

Proposition 5. When ad rates are endogenous to the privacy regime, and both consumer types are
equally flexible with β = .5, consumers benefit from privacy but the platform is worse off. 2

So what do we learn from these symmetric examples? First, it is hard to find consumer benefits
from privacy in competitive markets when ad rates are viewed as exogenous parameters, as much of
the privacy literature has done. The two symmetric examples that we examined couldn’t be more
different: in one the consumers were very picky and in the other they were quite flexible. Yet the two

29This comparative statics will play an important role in the next section where, with asymmetric consumer types,
the platform will have reason to manipulate relative advertising rates to increase or decrease advertising by particular
types of firms.
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examples produced the same welfare result under exogenous ad rates. The reason is, no matter how
low ad rates are, as long as they are fixed, the platform can’t compensate advertisers for the natural
reduction in advertising volume that occurs under privacy due to reduced ad productivity. Only
by going to the more realistic assumption that ad rates are endogenous—that the platform should
be expected to adjust those ad rates when the privacy regime changes—were we able to generate a
demand for privacy among consumers. Second, even with endogenous ad rates, consumers will not
benefit from privacy unless they are somewhat flexible in their product preferences. For when they
are very picky, the platform has the tools to compensate advertisers for their lower ad productivity
under privacy while maintaining ad revenue; once compensated, competitive product firms will
deliver sufficient advertising for consumers to maintain their no-privacy consumption levels even if
some of those ads are wasted. Flexible consumer preferences changes the calculus of ad productivity
under privacy: mistargeted ads are not necessarily wasted. However, mismatched sales generate
lower total surplus than matched sales, reducing ad demand. As the second example demonstrates,
the platform can partially ameliorate the situation by lowering ad rates, but ad volume will suffer.
Together, these effects end up taking a toll on platform revenue. Consumers benefit via lower product
prices and market expansion.

To summarize, flexibility in consumer preferences, coupled with the platform’s ability to adjust
ad rates in response to changes in the privacy regime, is crucial for realizing the benefits of privacy
for consumers in competitive product markets.

6 The asymmetric case

In this section we will examine the equilibrium under privacy in an asymmetric version of our model
that combines the features of the two cases just considered. One consumer type will be very picky,
like the consumers in Section 5.1, and the other type will be flexible, like the consumers in Section 5.2.
Specifically, we will assume that β1 ≤ c/u < β2. That is, type-2 consumers are less picky than
type-1 consumers, who are picky enough that type-2 firms will not find it cost-effective to serve
them. Harking back to our cereal example, a type-1 consumer is one who will consume gluten-free
cereals only, whereas a type-2 consumer, while she prefers cereals with gluten, is willing to consider
gluten-free products.30

Thus type-1 firms may sell to type-2 consumers. However, they are still at a competitive
disadvantage doing so: type-2 consumers prefer type-2 products. We will represent this disadvantage
via ρ ≡ ρ2 = (β2u − c)/(u − c) ∈ (0, 1). As β2 increases, ρ approaches one, and the competitive
disadvantage of type-1 firms with respect to type-2 consumers decreases.

As discussed in Section 5.2, several types of product-market equilibria are possible under privacy
when consumers are flexible in their product preferences:

1. W equilibrium. Firms of a given type compete among themselves only and there is no
30A useful mnemonic, that might help identify the two types, is that type-2 consumers find both product types

acceptable whereas type-1 consumers find only one product type acceptable.
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cross-selling. Such an equilibrium can happen in two ways. First, type-2 consumers are so
picky—β2 is so small—that

¯
p1 > β2u. (This is what happened in Section 5.1.) Second, type-2

consumers are picky but not picky enough; in this case,
¯
p1 = β2u. We call the first kind of

equilibrium W1 equilibrium and the second W2 equilibrium.

2. C equilibrium. Some type-2 consumers buy type-1 products, i.e., some cross-selling occurs.
Since type-1 firms can attract both types of consumers with p < β2u and only type-1 consumers
with p > β2u, they experience a discrete drop in demand at p = β2u. Due to this discontinuity,
they may not advertise any price immediately above β2u, but resume advertising at some price
ũ > β2u. That is, the prices advertised by type-1 firms may take the form [

¯
p1, β2u] ∪ [ũ, u]. If

ũ < u, both intervals are being used, and we call this kind of equilibrium “C1 equilibrium.” If
ũ ≥ u, only the lower interval is being used, and we call it a “C2 equilibrium.” (Our equilibrium
in Section 5.2 is a C2 equilibrium.)

3. E equilibrium. Only one product type is sold to both types of consumers. If this product
type is type-1, we call it an E1 equilibrium, otherwise, an E2 equilibrium.

Thus we have potentially six types of product-market equilibrium under privacy in the asymmetric
case: W1, W2, C1, C2, E1, and E2. However, not all equilibria are equally likely. In fact, as we
show in Proposition 10, an E2 equilibrium will never arise, and E1 and W2 rarely. W1, C1 and C2
are all arguably equally likely a priori. Since we have already seen a W1 equilibrium in Section 5.1
and a C2 equilibrium in Section 5.2, here we will focus on the C1 equilibrium; discussion of the other
types of privacy equilibria is relegated to the Online Appendix.

6.1 C1 product-market equilibrium under privacy for given ad rates

The following lemma describes the advertising distribution functions in the C1 product-market
equilibrium for given ad rates (b1, b2) satisfying Lemma 1.

Lemma 4 (C1 product-market equilibrium under privacy). For ad rates (b1, b2) satisfying
Lemma 1, the C1 product-market equilibrium under privacy is given by

AP
1 (p) =


ln(p− c)− ln(

¯
p1 − c) if p ∈ [

¯
p1, β2u]

ln γ1 + ln(β2u− c)− ln b1 if p ∈ (β2u, ũ)

ln γ1 + ln(p− c)− ln b1 if p ∈ [ũ, u]

(10a)

AP
2 (p) = ln γ2 + ln(p− c)− ln b2 for p ∈ [c+ b2/γ2,

¯
p1 + (1− β2)u] (10b)

where
¯
p1 solves b1/(

¯
p1 − c) = γ1 + b2/(

¯
p1 + (1− β2)u− c) and ũ solves AP

1 (β2u) = AP
1 (ũ). 2

Type-2 firms only sell to type-2 consumers in a C1 equilibrium, hence their advertising distribution
functions are similar to the advertising distribution functions in the W1 equilibrium in Section 5.1 (4),
the key difference being a lower upper bound in the support. The advertising distribution function for
type-1 firms is more complex, reflecting the possibility of cross-selling to type-2 consumers. Still, the
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two types of firms do not compete “head-to-head”: type-1 firms only sell to type-2 consumers when
they receive no type-2 offers. To see this, note that the maximum price difference between type-2
and type-1 products is

¯
p1 + (1− β2)u−

¯
p1 = (1− β2)u, which is just the difference in reservation

prices of type-2 consumers for type-2 versus type-1 products. In other words, in a C1 equilibrium,
all type-2 consumers who see ads for both type-1 and type-2 products still buy type-2 products.

Because there is cross-selling in a C1 product-market equilibrium, its comparative statics with
respect to ad rates show the possibility of cross-product effects.

Lemma 5 (Comparative statics of the C1 product-market equilibrium under privacy).

1. Own-product effects: For i = 1, 2, as bi increases, type-i firms advertise less, and their average
product price increases.

2. Cross-product effects: as b1 increases, type-2 firms advertise more, and their average product
price increases; as b2 increases, type-1 firms advertise in the same amount, but their average
product price decreases. 2

The own-product effects in Lemma 5 are directionally similar to those in the W1 equilibrium of
Section 5.1 (and in the no-privacy equilibrium): each type of firm, when facing higher advertising
costs, advertises less and increases its average price. While this much is similar between the two
types of firms, not everything is the same: from (10) and (20), it is easily verified that type-2 firms’
ad demand is more ad rate-sensitive than type-1 firms’ ad demand.

To interpret the cross-product effects, note first that type-1 firms advertise both low prices and
high prices—the former to appeal to type-2 consumers, the latter to exploit type-1 consumers. Their
advertising volume depends only on their own advertising cost b1, but the distribution of advertised
prices depends also on how type-2 firms behave, which is a function of b2. When b2 increases, type-2
firms advertise less, which softens the competition for type-2 consumers. As a result, type-1 firms
send more ads with low prices and fewer ads with high prices. (This shift in the distribution of
prices is characteristic of a C1 equilibrium, distinguishing it from a C2 equilibrium.) Therefore,
as b2 increases, the average price of type-1 products goes down. Type-2 firms appeal to type-2
consumers only, but they face competition from firms of their own type and from type-1 firms. When
b1 increases, type-1 firms advertise less. This gives type-2 firms more room to advertise high prices,
increasing their average price.

6.2 Privacy versus no privacy under exogenous ad rates

We offer two propositions comparing the privacy and no-privacy product-market equilibria under
exogenous ad rates. The first is specific to the C1 equilibrium, while the second applies to all types
of privacy equilibria.

Proposition 6 (C1 versus no-privacy equilibrium under exogenous ad rates). When ad rates
satisfying Lemma 1 are exogenous to the privacy regime, a C1 product-market equilibrium has the
following properties vis-a-vis the no-privacy equilibrium:
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1. Matched advertising volume: lower for both types of products

2. Average price: lower for type-1 products, possibly higher for type-2 products

3. Sales: lower for type-2 products, possibly higher for type-1 products 2

The first part of Proposition 6 reflects the common effect of privacy on both types of firms: loss
in ad productivity from mistargeted ads. However, type-1 firms suffer less than type-2 firms because
some of their mistargeted ads—those carrying low prices—are actually productive in generating
sales among type-2 consumers. This explains the second and third parts of the proposition.

Proposition 7 (Welfare: privacy versus no privacy under exogenous ad rates). When ad
rates satisfying Lemma 1 are exogenous to the privacy regime, both platform and consumers are
better off under no privacy. 2

Why are consumers better off under no privacy when ad rates are exogenous? First, advertising
is more productive under no privacy, which implies more advertising, lower average prices, and more
consumption. Second, with ad rates fixed exogenously, higher ad productivity does not translate
to pricier ads (or, stated differently, lower ad productivity does not imply cheaper ads). With the
platform’s hands tied in this way, the bounties conferred by greater ad productivity flow unhindered
to consumers.

6.3 Optimal ad rates in a C1 privacy equilibrium

Determining optimal ad rates under privacy is significantly more complicated than determining
optimal ad rates under no privacy. For one thing, several types of product-market equilibria may
arise, and within each type of equilibrium different (b1, b2) may be optimal. For example, it is easy
to see that the optimal rates in a W1 equilibrium will necessarily be different than the optimal ad
rates in a C1 equilibrium: in the former the platform has to contend with own-product effects only
whereas in the latter it has to contend with own-product and cross-product effects. Furthermore,
an overarching complication is that the choice of ad rates itself may alter the type of product-
market equilibrium that prevails. In other words, there is an “outer loop” optimization (selecting
a product-market equilibrium) and on an “inner loop” optimization (selecting ad rates within a
product-market equilibrium). Said differently, the ad rates that are optimal within a particular type
of product-market equilibrium must also induce that type of product-market equilibrium

Since the outer-loop optimization depends on the inner-loop optimization, we will begin with the
latter. At the end of this step we will be able to make conditional comparisons of the C1 equilibrium
under privacy with the no-privacy equilibrium of the form: “If the platform chooses to induce a
C1 equilibrium under privacy, then ...” They will become unconditional when we work out the
outer-loop optimization in Proposition 10. That proposition identifies the market conditions under
which the platform will indeed induce different types of product-market equilibria.

25



In a C1 product-market equilibrium, the platform’s optimization problem is to choose b1 and b2

to maximize ad revenue
RP = b1A

P
1 (u) + b2A

P
2 (u) ,

where AP
1 (u) and AP

2 (u) are, respectively, the total ad demands for products 1 and 2 in the product-
market equilibrium (from (10)). Define b∗1 = γ1b

NP
1 and b∗2 = γ2b

NP
2 ; these ad rates are welfare-neutral

because they compensate advertisers directly for the lower productivity of their ads under privacy. In
Section 5.1, where a W1 privacy equilibrium was induced, these were sufficient to make both platform
and consumers indifferent between privacy and no privacy. In a C1 product-market equilibrium,
however, they are no longer sufficient.

Lemma 6 (Optimal ad rates in a C1 privacy equilibrium). In a C1 privacy equilibrium, op-
timal ad rates satisfy: bP1 > b∗1, b

P
2 < b∗2.

There are two things about the optimal ad rates in Lemma 6 worth noting. First, that they
are not the welfare-neutral rates that were optimal in the W1 equilibrium of the first symmetric
case (Section 5.1). Second, that they are not symmetric unidirectional distortions from those rates
as in the C2 equilibrium of the second symmetric case (Section 5.2). Instead, the platform is now
making asymmetric distortions, clearly tilting the playing field in favor of type-2 firms. Why? As an
ad-revenue maximizing firm, the platform is concerned about two things: ad rates and ad volumes. If
it relied on only one type of advertiser, this would simply be a matter of asking whether ad demand
from that type of firm is price-elastic or not. But in this case, the platform obtains ad revenue from
two types of advertisers. Not only own-price elasticities matter, cross-price elasticities matter, too.
Lemma 5 says that increasing b1 will increase ad demand from type-2 firms, but increasing b2 will
not increase ad demand from type-1 firms. Furthermore, as noted above, the slope of type-2 firms’
ad demand function is larger than the slope of type-1 firms’ ad demand function (with respect to
their respective ad rates). In short, both own-price and cross-price elasticities point in the same
direction: increase b1, reduce b2.

Lemma 6 provides the clue as to why the two types of consumers may differ in their preference for
privacy, and, in particular, why type-2 consumers may view it more favorably than type-1 consumers.

6.4 C1 privacy equilibrium versus no-privacy equilibrium under endogenous ad
rates

We are now ready to compare the outcomes in a C1 privacy equilibrium under the optimal ad rates
identified in Lemma 6 with the outcomes in a no-privacy equilibrium (assuming the platform will
indeed want to induce a C1 equilibrium with those ad rates given model parameters). (Similar
comparisons for the other types of privacy equilibria are in the Online Appendix.)

Proposition 8 (C1 versus no-privacy equilibrium under endogenous ad rates). When ad
rates are endogenous to the privacy regime and a C1 privacy equilibrium is induced, it has the following
properties vis-a-vis the no-privacy equilibrium:
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1. Matched advertising volume: lower for type-1 products, higher for type-2 products,

2. Average price: higher for type-1 products, lower for type-2 products,

3. Sales: higher for type-2 products; for type-1 products, higher if and only if ρ > g1(γ),

4. Per-capita customer acquisition cost: lower for type-2 products; for type-1 products, higher if
and only if ρ > g2(γ), 2

where g1(·) and g2(·) are defined in Appendix A.14 and illustrated in Figure 4.

Figure 4: Illustrating the g1 and g2 functions of Proposition 8

Proposition 9 (Welfare: C1 versus no-privacy equilibrium under endogenous ad rates).
When ad rates are endogenous to the privacy regime and a C1 equilibrium is induced under privacy:

1. The platform will be worse off.

2. Type-2 consumers will be better off, but type-1 consumers will be worse off. 2

In a C1 privacy equilibrium, the platform recognizes that it has to be judicious about how it
compensates advertisers for their lower advertising productivity. Since type-2 products have narrower
appeal than type-1 products, they need to be compensated more. In addition, the boost in demand
for type-1 firms from cross-selling means that their ad demand is less sensitive to ad rates. So the
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platform’s optimal solution involves lowering bP2 below b∗2 and raising bP1 above b∗1. The lower ad
rate for type-2 firms induces them to advertise more than under no privacy, resulting in greater sales
and lower per-capita customer acquisition costs. But for type-1 firms, sales volume and per-capita
customer acquisition costs are not entirely driven by higher ad rates; they are tempered by the
cross-selling opportunity. For these firms, sales and per-capita customer acquisition costs may be
higher when type-2 consumers are sufficiently flexible in their preferences (large ρ).

Type-1 consumers see fewer matched ads and higher average product prices in a C1 privacy
equilibrium than in no-privacy equilibrium, making them worse off under privacy. Type-2 consumers,
however, are better off—in two ways. First, via lower type-2 product prices: type-2 firms lower their
product prices both because of a lower ad rate bP2 and because of cross-selling pressure from type-1
firms. Second, some type-2 consumers who would not have consumed at all under no privacy, now
consume type-1 products.

As far as the platform is concerned, since the platform cannot achieve the same consumer
behavior in a C1 privacy equilibrium as under no privacy, its revenue is lower. The distortion in
ad rates—bP1 > b∗1, bP2 < b∗2—is simply a reflection of the platform’s straitened circumstances under
privacy.

6.5 Equilibrium selection under privacy

The propositions above have compared a C1 privacy equilibrium with the no-privacy equilibrium
assuming that the platform will want to induce a C1 equilibrium under privacy. Now we ask: Under
what circumstances will the platform do so? Proposition 10 provides a comprehensive answer to
this question. It identifies specific regions of the parameter space under which a W1, W2, C1,
C2, or E1 equilibrium will be induced (see Figure 5). (An E2 equilibrium is never induced.) This
proposition relies on the property that for given parameter values, for each pair of ad rates (b1, b2),
the product-market equilibrium is unique. The platform, by choosing ad rates to its advantage, can
thus induce a particular product-market equilibrium.

Proposition 10 (Equilibrium selection under privacy). Under privacy, the platform will in-
duce a:

1. W1 equilibrium if ρ ≤ 1/e,

2. W2 equilibrium if ρ > 1/e and γ ∈ (h2(ρ), h1(ρ)),

3. C1 equilibrium if ρ > 1/e and γ > max{h1(ρ), h3(ρ)},

4. C2 equilibrium if ρ > 1/e and γ < min{h1(ρ), h2(ρ), h4(ρ)},

5. E1 equilibrium if γ ∈ (h4(ρ), h3(ρ)),

where h1(·), . . . , h4(·) are defined in Appendix A.15. 2
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Figure 5: Platform’s choice of product-market equilibrium in different regions of the parameter space

The key to understanding the platform’s equilibrium selection problem is to think of it as a quest
to replicate under privacy the same consumer-level outcomes as those that occur under no privacy,
i.e., type-i consumers buying type-i products only. The question is, what costs must be borne in
order to do so.

It turns out that when ρ ≤ 1/e, i.e., when type-1 consumers do not consider type-2 products to
be good substitutes, the platform has to bear no costs. (This was the situation in Section 5.1.) A
W1 privacy equilibrium with the same consumer-level outcomes as the no-privacy equilibrium can
be induced simply by charging the welfare-neutral ad rates. Although these rates are lower than
the ad rates under no privacy, the platform doesn’t suffer because it makes up in ad volume what
it loses in price. In the small adjacent region where a W2 equilibrium is induced, the argument is
similar, except that now the platform has to depart from the welfare-neutral ad rates in order to
replicate no privacy-like consumer behavior. Now there is a cost.

As ρ increases beyond 1/e, type-2 consumers are increasingly accepting of type-1 products, and
those consumers are now an attractive market expansion opportunity for type-1 firms. It is no longer
cost-effective for the platform to fight this tendency; it would rather accommodate cross-selling. This
is how we get the C1 and C2 privacy equilibria. The former occurs when the proportion of picky
consumers is relatively large; the latter occurs when the proportion of picky consumers is relatively
small (as in Section 5.2, where there were none). In inducing a C1 equilibrium, the platform is still
showing some ambivalence toward cross-selling; it is trying to straddle the fence between tolerating
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cross-selling and preventing it. However, the ambivalence disappears when inducing a C2 equilibrium;
now the platform fully embraces cross-selling.

For large values of ρ and γ, an E1 equilibrium emerges, reflecting the dominant presence of type-1
consumers and the increased flexibility of type-2 consumers. Now the platform dispenses with type-2
product ads altogether; both types of consumers consume type-1 products only. For the platform, the
loss in ad revenue from type-2 products is compensated for by gains in revenue from type-1 products.
Finally, an E2 equilibrium is never induced. This is because, from the platform’s perspective, such
an equilibrium needlessly leaves money on the table from all those type-1 consumers who don’t see
ads for a product they can buy: it can do better simply by selling type-1 product ads at a price
that induces those firms to advertise product prices between β2u and u (selling to type-1 consumers
while avoiding type-2 cannibalization).

7 Discussion

The picture that emerges from our traversal over three versions of our model—two symmetric, one
asymmetric—is that two conditions are necessary for consumers to benefit from privacy in competitive
product markets: preference flexibility and market power for the ad platform. The latter may seem
ironic: we usually associate firm market power with consumer harm! What aligns the interests of
the platform and consumers is that, when ads are informative, both consumers and platform share
an interest in promoting ad volume. Without ads there will be no consumption, and there will be no
ad revenue. Privacy regulations threaten ad volume by reducing ad targetability. Mistargeted ads
are either completely wasted or must carry low prices in order to appeal. Competitive product firms
react to the loss of ad productivity by cutting back on advertising.

In this setting it is the market power of the platform that comes to the consumer’s rescue. For it
confers on the platform the ability to respond to reductions in ad-targetability by reducing ad rates.
Competitive product markets dutifully pass on those savings to consumers. This, then, provides
a path for consumers to benefit from privacy. By contrast, an ad platform playing in a perfectly
competitive ad market would simply lack the tools to adapt to changes in privacy conditions: its ad
rates would be based on the costs of running an ad platform rather than ad productivity. This was
the point of our “exogenous ad rates” propositions—Propositions 2, 4 and 7—which all pointed in
one direction: consumers better off giving up their privacy.

A nuance to this line of reasoning is that consumers must also show flexibility in product
preferences for the market power of the ad platform to come to their aid under privacy. This was
the point of Section 5.1 where we examined a model in which consumers were so picky that they
wouldn’t consider a non-preferred product. Under those conditions, while the platform must still
discount ad rates under privacy, those discounts need not be excessive; they can be calibrated to be
just enough to compensate advertisers for their wasted ads while preserving the consumer behavior
under no privacy. With no changes in consumer behavior, consumers stay privacy-neutral. Flexible
product preferences changes this calculus. Now there is a possibility of cross-selling under privacy:
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consumers buying mismatched products when the only ads they see are mismatched ads. Such sales
are, by definition, total-surplus-diluting, causing a further reduction in ad volume and necessitating
a further reduction in ad rates. Consumers benefit from privacy under these conditions.

Finally, our analysis of the asymmetric model shows that when some consumers are picky and
others are flexible, we may see a diversity of views on privacy: flexible consumers favorable, picky
consumers unfavorable. Again, the source of this divergence can be traced to the divergent responses
of the platform under privacy toward the firms catering to those groups of consumers. The platform
favors firms who will “stay in their lane” over firms who will be tempted to cross-sell.

It is important to note that we made some simplifying assumptions along the way to making
the above points. In particular, we assumed that consumers don’t have intrinsic privacy preferences
and don’t mind seeing mistargeted ads. In reality, neither is true. Incorporating the first factor will
increase the demand for privacy, while incorporating the second will decrease it. Additionally, if
consumers have limited attention, mistargeted ads could reduce market efficiency by crowding out
matched ads, making privacy more likely to harm consumers.

8 Conclusion

In this paper we examined the impact of privacy-motivated targeting restrictions on consumers in a
model where competitive product firms reach consumers by placing informative ads on a monopoly
advertising platform. We asked two main questions: Is it possible for consumers who are otherwise
privacy-neutral to be better off under privacy? And if so, is it possible for their welfare outcomes to
differ? We have answered both questions in the affirmative.

The demand side of our model recognizes a natural heterogeneity that exists in most markets,
namely, that not only are consumers different in their product preferences, they also differ in how
picky they are: some consumers are more willing to try non-preferred products than others. On the
supply side, we emphasize the market power of the advertising platform while deemphasizing the
market power of product firms. Our results suggest that both preference flexibility and platform
market power are crucial to finding a demand for privacy in competitive product markets. If
an ad platform lacks market power to set ad rates—and by implication, is unable to respond to
reductions in ad productivity by reducing ad rates—then the greater productivity of ads under
no privacy carries the day: better targeted ads induce product firms to advertise more, increasing
consumption. However, ad-platform market power by itself is not enough. It must be married to
consumer preference flexibility for consumers to be better off under privacy. When consumers have
flexible preferences, competitive product firms can’t avoid cross-selling to mismatched consumers
under privacy, diluting total surplus and inducing them to cut back on advertising; a platform
with market power will react by cutting ad rates, which, when passed on to flexible consumers by
competitive product markets, end up benefiting those consumers.

In the academic discourse on privacy, it is commonly assumed that the only way to defend privacy
regulations is by appealing to the “market thickening” effects of privacy on advertising platforms. In
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this paper, the advertising platform does not experience any market thickening under privacy: in
fact, it is always worse off under privacy. What this paper highlights instead is that when advertising
is informative, both consumers and platform share an interest in preserving ad volume, which, when
threatened by privacy, can make an ad platform with market power act in some consumers’ interests.
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A Appendix

A.1 Proof of Lemma 1

Suppose, to the contrary, that (u− c)/b2 < (β2u− c)/b1. Then type-2 firms are at a competitive
disadvantage in their own natural market, as well as in type-1 firms’ natural market. Therefore, if
type-1 firms are making non-positive profits in equilibrium (as per condition (ii)), type-2 firms must
be incurring a loss should they advertise. Hence they will not advertise. But then the platform can
lower b2 so that (u− c)/b2 = (β2u− c)/b1 without affecting its ad revenue. Therefore, it is without
loss to require b−i/bi ≥ ρi. ■

A.2 Proof of Lemma 2

To see that this is indeed the unique equilibrium, note that by condition (ii), for all p ∈ [c+ bi, u],
πNP
i

(
p;ANP

1 , ANP
2

)
= e−ANP

i (p) (p− c) − bi ≤ 0. Hence, ANP
i (p) ≥ ln (p− c) − ln bi for all i. It

suffices to argue that this inequality must hold with equality in equilibrium. Suppose by contradiction
that ANP

i (p̂) > ln (p̂− c) − ln bi for some p̂ ∈ [c+ bi, u]. Since ANP
i (p) is continuous, there must

exist an interval containing p̂ such that ANP
i (p) > ln (p− c) − ln bi for all p in that interval. Let

(p′, p′′) denote the maximal such interval. Then, for all p ∈ (p′, p′′), πNP
i

(
p;ANP

1 , ANP
2

)
< 0;

hence by equilibrium condition (iii) and continuity, ANP
i (p′) = ANP

i (p′′). Since ANP
i (c+ bi) =

0 = ln (c+ bi − c) − ln bi and interval (p′, p′′) is maximal, we must have ANP
i (p′) = ANP

i (p′′) =

ln (p′ − c)− ln bi. This observation, together with πNP
i

(
p′;ANP

1 , ANP
2

)
= 0, implies that

πNP
i

(
p′′;ANP

1 , ANP
2

)
= e−ANP

i (p′′)
(
p′′ − c

)
− bi

= e−ANP
i (p′)

(
p′′ − p′

)
> 0,

which contradicts condition (ii). ■

A.3 Proof of Lemma 3

Recall from Lemma 2 that ANP
i (p) = ln[(p − c)/bi]. Hence, the total amount of advertising by

type-i firms is ANP
i (u) = ln[(u − c)/bi], which is decreasing in bi. The density of the advertising

distribution function, ∂ANP
i (p) /∂p = 1/(p− c), while decreasing in product price, is independent

of ad rate. Therefore, an increase in ad rate bi, by raising the lower bound p
i

of the advertising
distribution function’s support, will increase the average advertised product price for product i. ■

A.4 Proof of Proposition 2

Under privacy, the marginal profit of type-i firms by sending one additional ad at price p ∈ [
¯
pi, u] is

πP
i

(
p;AP

1 (·), AP
2 (·)

)
= γie

−AP
i (p) (p− c)− bPi .

36



The zero-profit condition πP
i

(
p;AP

1 , A
P
2

)
= 0 for all p ∈ [

¯
pi, u] with

¯
p1 > β2u implies that

AP
i (p) = ln γi + ln (p− c)− ln bPi .

It follows from AP
i (
¯
pi) = 0 that

¯
pi = c+ bPi /γi.

Define the sales function SP
j→i(p) as the total sales of product j to type-i consumers at product

prices less than or equal to p.Matched ad volume is γ1A
λ
1(u) + γ2A

λ
1(β2u) for type-1 product and

γ2A
λ
2(u) for type-2 product.Total sales of type-i product is given by SP

i→1(u) + SP
i→2(u).

Under no privacy, total sales of type-i product is

SNP
i (u) = γi

(
1− e−ANP

i (u)
)
= γi

(
1− bi

u− c

)
.

Under privacy and W equilibrium, both types of consumers only buy their preferred product
and SP

2→1(p) = SP
1→2(p) = 0 for all equilibrium product prices p. Total sales of product i is

SP
i→1(u) + SP

i→2(u) = γi

(
1− e−AP

i (u)
)
= γi

(
1− bi

γi(u− c)

)
< SNP

i (u).

Therefore, compared to no privacy environment, the market sizes of both products in both markets
would shrink, while the average product prices go up.

For consumer welfare, consider first the welfare of type-1 consumers. The gain of a type-i
consumers from having privacy is

∫ u

c+bi/γi

(u− p)d
SP
i→i(p)

γi
−
∫ u

c+bi

(u− p)d
SNP
i (p)

γi
=

i

γi

(∫ u

c+bi/γi

SP
i→i (p) dp−

∫ u

c+bi

SNP
i (p) dp

)
< 0.

where the equality follows from integration by parts, and the inequality follows from that SNP
i (p) >

SP
i→i (p) for all p ∈ [c+ bi/γi, u]. It follows immediately that type-i consumers benefit from no

privacy. ■

A.5 Proof of Proposition 3

The total demand for ads of product i is

AP
i (u) = ln γi + ln (u− c)− ln bPi .

Given ad rates bP1 and bP2 , the platform’s ad revenue bP1 A
P
1 (u) + bP2 A

P
2 (u) can be rewritten as

RP
W = bP1

(
ln γ1 + ln (u− c)− ln bP1

)
+ bP2

(
ln γ2 + ln (u− c)− ln bP2

)
(11)
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The optimization problem of the monopoly platform is to choose bP1 and bP2 to maximize RP
W subject

to AP
1 (u) ≥ 0, AP

2 (u) ≥ 0 and

¯
p1 ≥ β2u. (12)

Since consumers are very picky, constraint (12) is not binding, and the solutions to the optimization
problem without any constraints are

bPi = b∗i ≡
γi (u− c)

e
.

The equilibrium advertising distribution functions are

AP
i (p) = ln (p− c)− ln (u− c) + 1.

It is easy to verify that constraints AP
1 (u) ≥ 0 and AP

2 (u) ≥ 0 are satisfied. Constraint (12) is
equivalent to

c+
u− c

e
≥ β2u ⇐⇒ ρ ≤ 1

e
.

The equilibrium sales functions are

SP
i→i (p) = γi −

bPi
p− c

= γi −
γi
e

u− c

p− c
.

The total number of matched ads of type-i product in advertising market is

γiA
P
i (u) = γi

(
ln γi + ln (u− c)− ln bPi

)
= γi,

and the market size of type-i product in product market is

SP
i→i(u) = γi

(
1− bPi

γi(u− c)

)
= γi

e− 1

e
.

The consumer acquisition cost per consumer for type-i firms is

bPi A
P
i (u)

SP
i (u)

=
u− c

e− 1
.

Hence, by comparing to what we obtain in Section 4.3, we conclude that the two privacy modes
generate identical equilibrium advertising distribution functions, sales functions, market sizes, and
customer acquisition costs for every product. It simply follows that consumers and the platform are
also equally well off. ■

A.6 Proof of Proposition 4

To show that that
¯
pi = p̄−i−.5 for i = 1, 2, note that for type-2 firms πP

2 (p
′) = 1

2e
−AP

2 (p′)e−AP
1 (p′−.5)p′−

b2 for p′ ∈ (ũ2, p̄2] (these are the marginal profits from an additional type-2 ad with price p′ reaching
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type-2 consumers who not receive a lower price from type-2 firms nor a price lower than p′ − .5

from type-1 firms). If a type-1 firm sends an additional ad with product price p′ − .5 ∈ (
¯
p1, .5),

its marginal expected profit (from an additional type-1 ad reaching type-1 consumers whose only
offers from type-1 firms are higher-priced and type-2 consumers whose offers from type-1 firms are
higher-priced and whose offers from type-2 firms are higher-priced than p′) is

πP
1 (p

′ − .5) =
[
.5 + .5e−AP

2 (p′)
]
e−AP

1 (p′−.5)(p′ − .5)− b1

=

(
1 + e−AP

2 (p′)

e−AP
2 (p′)

)(
p′ − .5

p′

)(
πP
2 (p

′) + b2
)
− b1,

where both ratios in the expression are increasing in p′. Therefore, there cannot be an interval
[a1, a2] ⊂ (ũ2, p̄2) such that πP

1 (p − .5) = 0 and πP
2 (p) = 0 for all p ∈ [a1, a2]. It follows that

p̄2 − .5 ≤
¯
p1. However, p̄2 − .5 <

¯
p1 is impossible because then type-2 firms can earn strictly

positive profit by sending ads with product price p̄2 + ϵ for some small ϵ > 0. Hence, we must have

¯
p1 = p̄2 − .5. The argument for

¯
p2 = p̄1 − .5 is identical.

It follows that the marginal profit of a type-i firm sending an additional ad at product price p is

πP
i (p;A1(·), A2(·)) =

 .5
(
1 + e−A−i(p̄−i)

)
e−Ai(p)p− bi if p ∈ [p̄−i − .5, .5]

.5e−Ai(p)p− bi if p ∈ (.5, p̄i]

From the zero marginal-profit conditions for type-1 and type-2 firms, we can get Equation (8a)
and Equation (8b). Hence, under privacy, the total demand for type-i ads is

AP
i (p̄i(b1, b2)) = ln

(
p̄i(b1, b2)

2 + bi

)
, i = 1, 2. (13)

Under equal ad rates b1 = b2, it is easy to see that AP
i (p) ≤ ANP

i (p) for all p. Then:

SP
1→1 (p) = γ1

(
1− e−AP

1 (p)
)
=

1

2

(
1− p̄1 − .5

p

)
,

and
SP
2→1 (p) = γ1e

−AP
1 (.5)

(
1− e−AP

2 (p)
)
=

1

2

(
p̄1 − .5

.5

)(
1− p̄2 − .5

p

)
,

are such that SP
1→1 (p) ≤ SNP

1 (p), and SP
2→1 (p− .5) ≤ SNP

1 (p). Hence the aggregate consumer
surplus of type-1 consumers (as well as that of a type-2 consumers) under privacy is∫ p̄1

p̄1−.5
(1− p)d

(
SP
1→1 (p)

γ1

)
+

∫ .5

p̄1−.5
(.5− p)d

(
SP
2→1 (p)

γ1

)
<

∫ p̄1

p̄1−.5
(1− p)d

(
SNP
1 (p)

γ1

)
+

∫ .5

p̄1−.5
(.5− p)d

(
SNP
1 (p+ .5)

γ1

)
<

∫ 1

b1

(1− p)d

(
SNP
1 (p)

γ1

)
,
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the consumer surplus under no privacy. ■

A.7 Proof of Proposition 5

Consider the relaxed problem without any constraints. The first-order conditions are

ln p̄i − ln 2− ln bPi +
bPi

∂p̄i
∂bPi

p̄i
+

bP−i
∂p̄−i

∂bPi

p̄−i
− 1 = 0, (14)

where

∂p̄i

∂bPi
=

−p̄i + .5√(
bP−i − bPi + 1

4

)2
+ bPi

,
∂p̄i

∂bP−i

=
p̄i√(

bP−i − bPi + 1
4

)2
+ bPi

.

Applying these partial derivatives to (13), it is easy to see that each product type’s ad volume
increases as its ad rate decreases. Thus, given the opportunity to reset ad rates under privacy, the
platform will compensate for the reduction in ad demand by reducing ad rates.

Imposing symmetry on the first-order conditions and solving for bP1 we get

bP1 =

(
p̄1 −

1

4

)2

− 1

16
= p̄1

(
p̄1 −

1

2

)
where p̄1 solves (14), or equivalently

− ln(2p̄1 − 1) =
p̄1

2p̄1 − 1
2

Thus, p̄1 = 0.734274, bP1 = 0.172021, and AP
1 = 0.758117. We can now pin down ũ1 by appealing to

the indifference condition of type-1 firms:

ln

(
1

2
+

1

2
e−AP

2 (p̄2)

)
+ ln

1

2
− ln bP1 = ln

1

2
+ ln ũ1 − ln bP1

which yields

ũ1 =
1

2
+

1

2
e−AP

2 (p̄2) =
1

2
+

bP1
p̄1

= p̄1

In short, the support of a type-i firm in a C product-market equilibrium will be [p̄−i − .5, .5]. ■

A.8 Product-market equilibrium under privacy

To find the product-market equilibria under privacy, we first characterize the support of advertising
distribution functions for different privacy equilibria.

Lemma A.1 (Support of advertising distribution functions). The supports of the advertis-
ing distribution functions take the following forms in the different privacy equilibria:
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• W equilibrium: The support of AP
2 (p) is [

¯
p2, u] and the support of AP

1 (p) is [
¯
p1, u] with

¯
p1 ≥ β2u.

• C equilibrium: The support of AP
2 (p) is [

¯
p2,

¯
p1 + (1− β2)u]. The support of AP

1 (p) is either
[
¯
p1, β2u] ∪ [ũ, u] (C1) or [

¯
p1, β2u] (C2) with

¯
p1 < β2u and β2u < ũ < u.

• E equilibrium: In E1 equilibrium, the support of AP
2 (p) is empty and the support of AP

1 (p)

is either [
¯
p1, u] (same as W), [

¯
p1, β2u] ∪ [ũ, u] (same as C1) or [

¯
p1, β2u] (same as C2). In E2

equilibrium, the support of AP
1 (p) is empty and the support of AP

2 (p) is [
¯
p2, u].

Proof. See Lemmas 1-5 in the Online Appendix. ■

Next we present the proof of Lemma 4 for the advertising distribution functions under W1 and C1
equilibria.

A.9 Proof of Lemma 4

C equilibrium features cross-product competition for type-2 consumers. Such an equilibrium must
satisfy AP

1 (u) ≥ 0, AP
2 (u) ≥ 0 and constraints (15) and (16):

AP
1 (β2u) ≥ 0, (15)

and
AP

1 (u) ≥ AP
1 (β2u). (16)

The zero-profit condition πP
2

(
p;AP

1 , A
P
2

)
= 0 for all p ∈ [

¯
p2,

¯
p1 + (1− β2)u] implies that

γ2e
−AP

2 (p) (p− c)− bP2 = 0 (17)

which implies that
AP

2 (p) = ln γ2 + ln (p− c)− ln bP2 .

There are two sub-cases: either p̄1 = u (C1) or p̄1 = β2u (C2, discussed in Online Appendix).
In the C1 equilibrium, p̄1 = u and the set of product prices that type-1 firms advertise in

equilibrium takes the form of [
¯
p1, β2u] ∪ [ũ, u] with

¯
p1 < β2u < ũ < u. The marginal profit of type-1

firms by sending one additional ad at product price p ≤ β2u is

πP
1

(
p;AP

1 , A
P
2

)
=
(
γ1 + γ2e

−AP
2 (

¯
p1+(1−β2)u)

)
e−AP

1 (p) (p− c)− bP1 .

For any equilibrium product price p ≤ β2u advertised by type-1 firms, zero-profit condition implies
that [

γ1 + γ2e
−AP

2 (
¯
p1+(1−β2)u)

]
e−AP

1 (p) (p− c)− bP1 = 0. (18)

By setting p =
¯
p1 + (1 − β2)u in (17) and p =

¯
p1 in (18) and canceling out e−AP

2 (
¯
p1+(1−β2)u), we
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obtain
¯
p1 implicitly as a solution to

bP1

¯
p1 − c

= γ1 +
bP2

¯
p1 + (1− β2)u− c

. (19)

We can solve
¯
p1 explicitly as

¯
p1 = c+

bP1 − bP2 − γ1(1− β2)u+
√
∆

2γ1
(20)

where
∆ =

(
bP1 − bP2 − γ1(1− β2)u

)2
+ 4γ1b

P
1 (1− β2)u. (21)

The marginal profit of type-1 firms by sending one additional ad at product price p ∈ [ũ, u] is

πP
1

(
p;AP

1 , A
P
2

)
= γ1e

−AP
1 (p) (p− c)− bP1 .

We can now derive AP
i (p) for all equilibrium product prices p. For p ∈ [c+ bp2/γ2,

¯
p1 + (1− β2)u],

the zero profit condition for type-2 firms is

γ2e
−AP

2 (p) (p− c)− bP2 = 0 =⇒ AP
2 (p) = ln γ2 + ln(p− c)− ln bP2 .

For p ∈ [
¯
p1, β2u], we obtain

AP
1 (p) = ln

(
γ1 + γ2e

−AP
2 (

¯
p1+(1−β2)u)

)
+ ln(p− c)− ln bP1 = ln(p− c)− ln(

¯
p1 − c),

where the last equality follows from (19). For p ∈ [ũ, u], the zero-profit condition for type-1 firms is

γ1e
−AP

1 (p) (p− c)− bP1 = 0 =⇒ AP
1 (p) = ln γ1 + ln(p− c)− ln bP1 ,

where ũ is given by type-1 firms’ indifference condition between advertising β2u and ũ:

ln(β2u− c)− ln(
¯
p1 − c) = ln γ1 + ln(ũ− c)− ln bP1 . (22)

■

A.10 Proof of Lemma 5

The “own-product” effects of ad rate change simply follow the same logic as under no privacy. For
“cross-product” effects in C1 equilibrium, there is an indirect effect through p

1
. It is easy to check

from (20) that p
1

is increasing in b1 and decreasing in b2. To verify the “cross-product” effects in the
lemma, consider first the effect of an increase in b2 on type-1 product. The total amount of type-1
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ads is

AP
1 (u) = ln γ1 + ln (u− c)− ln b1,

which is unaffected by b2. An increase in b2 would decrease
¯
p1 and increase ũ. Once again, it has no

effect on the density 1/(p− c) at each advertised product price. More ads with lowest prices are
sent while fewer ads with higher prices are sent. Therefore, the average price of type-1 product will
decrease.

If b1 increases,
¯
p1 and the upper bound of the support of AP

2 (u) will increase. Therefore, type-2
firms will send more ads with higher prices, and the average type-2 product price will go up. ■

A.11 Proof of Proposition 6

The matched ad volume of type-2 product is

γ2A
P
2 (u) = γ2

(
ln γ2 + ln

(
¯
p1 + (1− β2)u− c

)
− ln b2

)
,

which is smaller than under no privacy. Total sales of type-2 product is

SP
2→1(u) + SP

2→2(u) = γ2

(
1− e−AP

2 (u)
)
= γ2

(
1− b2

γ2
(
¯
p1 + (1− β2)u− c

)) ,

which is also smaller than under no privacy.
For type-1 product, matched ad volume of type-1 product is

γ1A
P
1 (u) = γ1 (ln γ1 + ln (u− c)− ln b1) .

which decreases under privacy. Total sales of type-1 product is

SP
1→1(u) + SP

1→2(u) = γ1

(
1− b1

γ1(u− c)

)
+

b2

¯
p1 + (1− β2)u− c

β2u−
¯
p1

β2u− c

which is smaller than under no privacy if and only if

− γ2b1
u− c

+
b2

¯
p1 + (1− β2)u− c

β2u−
¯
p1

β2u− c
< 0

The left hand side is decreasing in b1 and increasing in b2. When we decrease b1 or increase b2, the
equilibrium continues to be C1 equilibrium until

¯
p1 = c+ b2/γ2 where the equilibrium turns to E1

equilibrium. Therefore, as shown for E1 equilibrium in Online Appendix, total sales may go up
under privacy for small b1.
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Average advertised product price of type-2 product can be expressed as

∫
¯
p1+(1−β2)u

c+b2/γ2
pdAP

2 (p)

AP
2 (
¯
p1 + (1− β2)u)

= c+ ¯
p1 + (1− β2)u− c− b2/γ2

ln γ2 + ln
(
¯
p1 + (1− β2)u− c

)
− ln b2

The average product price rises compared to no privacy case if

ln
(
¯
p1 + (1− β2)u− c

)
− ln (b2/γ2)(

¯
p1 + (1− β2)u− c

)
− b2/γ2

<
ln (u− c)− ln b2
(u− c)− b2

As the changes in b1, b2 are bound by the conditions that c+ b1 <
¯
p1 < β2u, when b1 is large such

that
¯
p1 is close to β2u, the average advertised product price is higher than under no privacy, as

analyzed in W equilibrium. When b1 is small and γ2 is large, the opposite of the inequality will be
true. The average advertised product price of type-1 product is∫ u

¯
p1
pdAP

1 (p)

AP
1 (u)

= c+
β2u−

¯
p1 + u− ũ

ln γ1 + ln (u− c)− ln b1
< c+

β2u− c− b1 + u− ũ

ln γ1 + ln (u− c)− ln b1
< c+

u− c− b1
ln (u− c)− ln b1

where ũ is given by γ1(ũ− c) = β2u− c and the second inequality is derived in the discussion of E1
equilibrium in the Online Appendix. Therefore, the average advertised price is lower than under no
privacy.

For consumer welfare, type-1 consumers have been shown to be worse off in the proof of
Proposition 2. The change in consumer welfare for a type-2 consumer is

∫ u

c+b2

(u− p)d
SNP
2→2(p)

γ2
−

(∫
¯
p1+(1−β2)u

c+b2/γ2

(u− p)d
SP
2→2(p)

γ2
+

∫ β2u

¯
p1

(β2u− p)d
SP
1→2(p)

γ2

)
=

b2
γ2

g(b1, b2)

where

G(b1, b2) = γ1 − γ2 ln
u− c

b2
+ ln

γ2(
¯
p1 + (1− β2)u− c)

b2
+ ¯

p1 − c

¯
p1 + (1− β2)u− c

ln
β2u− c

¯
p1 − c

.

It can be verified that G(b1, b2) is increasing in b1 and decreasing in b2. Therefore, G(b1, b2) > 0

if G(b′1, b
′
2) > 0 for some b′1 ≤ b1 and b′2 ≥ b2. However, the decrease of b1 and increase of b2

cannot be arbitrary. For C equilibrium to exist, we need AP
1 (u) ≥ 0, AP

2 (u) ≥ 0 and
¯
p1 ≤ β2u,

c+ b2/γ2 ≤
¯
p1 + (1− β2)u. When b1 continues to decrease, the first three constraints still hold, but

the last one may be violated. When we decrease b1 to the point where c+ b2/γ2 =
¯
p1 + (1− β2)u,

this will be E1 equilibrium where no type-1 product ads are sent. Therefore, in order to show that
type-2 consumers prefer no privacy in C equilibrium, i.e. G(b1, b2) > 0, it suffices to show that
type-2 consumers prefer no privacy in any E1 equilibrium, which we do in the Online Appendix. ■
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A.12 Proof of Proposition 7

Type-1 consumers have been shown to be worse off in all types of privacy equilibria compared to
no-privacy equilibrium in the proof of Proposition 2. For type-2 consumers, it remains to be proven
for W2 and E equilibria. (The proof for C2 equilibrium is included in the proof of Proposition 6.)

For W2 and E2 equilibria, it follows that ANP
2 (p) > AP

2 (p) and hence SNP
2→2 (p) > SP

2→2 (p) for
all p ∈ [c+ b2/γ2, u]. Type-2 consumers would prefer no privacy as only type-2 products will be
considered.

In E1 equilibrium, the advertising distribution function AP
1 (p) takes the form as in either W

or C equilibrium. For W form, all the advertised prices of product 1 are not accepted by type-2
consumers and hence type-2 consumers are obviously worse off. For C form, the change in consumer
welfare for a type-2 consumer is∫ u

c+b2

(u− p)d
SNP
2→2(p)

γ2
−
∫ β2u

c+b1

(β2u− p)d
SP
1→2(p)

γ2
= b1 + (1− β2)u− b2 − b2 ln

u− c

b2
+ b1 ln

β2u− c

b1

which is increasing in b1. Therefore, if b1/b2 ≥ ρ, we have∫ u

c+b2

(u− p)d
SNP
2→2(p)

γ2
−
∫ β2u

c+b1

(β2u− p)d
SP
1→2(p)

γ2

≥ β2u− c

u− c
b2 + (1− β2)u− b2 − b2 ln

u− c

b2
+

β2u− c

u− c
b2 ln

u− c

b2
> 0

where the last inequality follows because, for x < 1, x(1 − lnx) is increasing in x and hence
x(1− lnx) < 1. Hence, type-2 consumers are worse in E1 equilibrium. ■

A.13 Proof of Lemma 6

The platform’s optimization problem is to choose bP1 and bP2 to maximize its ad revenue

RP
C1 = bP1

[
ln γ1 + ln (u− c)− ln bP1

]
+ bP2

[
ln γ2 + ln

(
¯
p1 − c+ (1− β2)u

)
− ln bP2

]
subject to AP

1 (u) ≥ 0, AP
2 (u) ≥ 0 and constraints (15) and (16). Consider the relaxed problem

without any constraints. The first-order conditions are

ln γ1 + ln (u− c)− ln bP1 +
bP2

∂
¯
p1

∂bP1

¯
p1 − c+ (1− β2)u

− 1 = 0, (23)

ln γ2 + ln
(
¯
p1 + (1− β2)u− c

)
− ln bP2 +

bP2
∂
¯
p1

∂bP2

¯
p1 − c+ (1− β2)u

− 1 = 0. (24)
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It follows that

ln γ1 + ln (u− c)− ln bP1 − 1 < 0,

ln γ2 + ln
(
¯
p1 + (1− β2)u− c

)
− ln bP2 − 1 > 0,

and hence

bP1 > b∗1 and bP2 <
γ2(

¯
p1 − c+ (1− β2)u)

e
. (25)

Since
¯
p1 ≤ β2u, the second part of (25) immediately implies that bP2 < b∗2. Therefore, bP2 is lower

than the welfare-neutral ad rate b∗2 while bP1 is higher than the welfare-neutral ad rate b∗1. ■

A.14 Proofs of Proposition 8 and Proposition 9

We need to derive conditions under which the solution to the relaxed problem satisfies all dropped
constraints. Constraint (16) of AP

1 (u) ≥ AP
1 (β2u) can be rewritten as

ln γ1 + ln (u− c)− ln bP1 ≥ ln

(
γ1 +

bP2

¯
p1 − c+ (1− β2)u

)
+ ln(β2u− c)− ln bP1

which is equivalent to

bP2 ≤ γ1(1− ρ)

ρ

(
¯
p1 − c+ (1− ρ)(u− c)

)
. (26)

Constraint (15) of AP
1 (β2u) ≥ 0 is equivalent to

¯
p1 ≤ β2u, (27)

which is also equivalent to(
γ1 +

bP2

¯
p1 − c+ (1− β2)u

)
(β2u− c) ≥ bP1 ⇐⇒ γ1 ≥

bP1
ρ(u− c)

− bP2

¯
p1 − c+ (1− ρ)(u− c)

. (28)

Note that the constraints AP
i (u) ≥ 0 are equivalent to

AP
1 (u) ≥ 0 ⇐⇒ bP1 ≤ γ1(u− c),

AP
2 (u) ≥ 0 ⇐⇒ bP2 ≤ γ2

(
¯
p1 − c+ (1− β2)u

)
.

The first inequality is implied by (26) and (28), and the second is implied by (25). Therefore, if γ1
and ρ satisfy conditions (26) and (27), then the ad rates given by (23) and (24) are indeed optimal
for the platform.

Next we would like to argue that in equilibrium with cross-product competition and p̄1 = u,
type-2 consumers are better off while type-1 consumers are worse off with privacy. Consider first the
welfare of type-2 consumers. Under privacy, they receive product 2 price offers distributed according
to AP

2 (p) with p ∈ [
¯
p2,

¯
p1+(1−β2)u] as well as product 1 price offers distributed according to AP

1 (p)
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with p ∈ [
¯
p1, β2u]. A product 1 offer at price p− (1− β2)u generates the same surplus for type-2

consumers as a product 2 offer at price p. Under no privacy, they receive only product 2 offers with
prices distributed according to ANP

2 (p) for p ∈ [b∗2/γ2 + c, u]. Note that
¯
p2 = bP2 /γ2 + c < b∗2/γ2 + c,

so a sufficient condition for type-2 consumers to prefer privacy is{
AP

2 (p) > ANP
2 (p) for p ∈ [

¯
p2,

¯
p1 + (1− β2)u]

∂AP
1 (p−(1−β2)u)

∂p ≥ ∂ANP
2 (p)
∂p for p ∈ [

¯
p1 + (1− β2)u, u]

The first part of the condition says that type-2 consumers receive more ads from type-2 firms under
privacy with product prices no higher than p for every p in the range of prices advertised by type-2
firms in equilibrium under privacy. The second part of the condition implies that type-2 consumers
receive more ads from type-1 firms under privacy which generate the same surplus as ads from type-2
firms of product prices p for every p that is advertised by type-2 firms under no privacy but not
under privacy. The first part is implied by bP2 < b∗2 and the second part is always true. Therefore,
type-2 consumers are better off with privacy.

For type-1 consumers who buy only product 1, the sales distribution function SP
1→1 (p) is

SP
1→1 (p) = γ1

(
1− e−AP

1 (p)
)
=


γ1

(
1− ¯

p1−c

p−c

)
if p ∈ [

¯
p1, β2u]

γ1

(
1− ¯

p1−c

ρ(u−c)

)
if p ∈ (β2u, ũ]

γ1

(
1− bP1

γ1(p−c)

)
if p ∈ (ũ, u]

The consumer surplus for a type-1 consumer is given by∫ u

¯
p1

(u− p)d

(
SP
1→1 (p)

γ1

)
= (u− c)− bP1

γ1
+

bP1
γ1

ln
bP1

γ1(u− c)
−
(
bP1
γ1

− (
¯
p1 − c)

)
ln ¯

p1 − c

ρ(u− c)

Hence, type-1 consumers would prefer no privacy if and only if

bP1
γ1(u− c)

− bP1
γ1(u− c)

ln
bP1

γ1(u− c)
+

(
bP1

γ1(u− c)
− ¯

p1 − c

u− c

)
ln ¯

p1 − c

ρ(u− c)
≥ 2

e
.

It can be numerically verified that this inequality holds under conditions (26) and (27).
The total number of matched ads of type-1 product in advertising market is

γ1A
P
1 (u) = γ1

(
ln γ1 + ln (u− c)− ln bP1

)
= γ1 ln

b∗1
bP1

< γ1,

and the total number of matched ads of type-2 product in advertising market is

γ2A
P
2 (u) = γ2

(
ln γ2 + ln

(
¯
p1 + (1− β2)u− c

)
− ln bP2

)
> γ2.
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The market size of type-1 product in product market is

SP
1→1(u) + SP

1→2(β2u) =
bP1

¯
p1 − c

− bP1
u− c

− bP1
β2u− c

+ γ1 ¯
p1 − c

β2u− c
.

Plugging in bP1 and bP2 , it can be numerically shown that it is smaller than the total number of sales
under no privacy γ1(e− 1)/e if and only if ρ < g1(γ1) for some weakly increasing function g1. The
market size of type-2 product in product market is

SP
2→2(β2u) = γ2

(
1− bP2

γ2(
¯
p1 + (1− β2)u− c)

)
> γ2

e− 1

e
.

The consumer acquisition cost per consumer for type-1 firms is

bP1 A
P
1 (u)

SP
1→1(u) + SP

1→2(β2u)
=

bP1 ln γ1(u−c)

bP1

b1

¯
p1−c −

b1
u−c −

b1
β2u−c + γ1 ¯

p1−c

β2u−c

,

which can be shown numerically smaller than the consumer acquisition cost under no privacy
(u − c)/(e − 1) if and only if ρ < g2(γ1) for some weakly increasing function g2. The consumer
acquisition cost per consumer for type-2 firms is

bP2 A
P
2 (
¯
p1 + (1− β2)u− c)

SP
2→2(

¯
p1 + (1− β2)u− c)

= (
¯
p1 + (1− β2)u− c)

ln
γ2(

¯
p1+(1−β2)u−c)

bP2
γ2(

¯
p1+(1−β2)u−c)

bP2
− 1

< ¯
p1 + (1− β2)u− c

e− 1
<

u− c

e− 1

from condition (25). ■

A.15 Proof of Proposition 10

First, W1 is the optimal choice for the platform whenever possible (i.e., ρ ≤ 1/e), as it achieves
the profit under no privacy which is an upper-bound for the platform’s profit under full privacy.
Second, C1 is better than W2 as it solves a relaxed problem of W2 by dropping the binding equality
constraint of (15). As for the rest, they are induced in regions of the parameter space demarcated
by four functions, h1(ρ), . . . , h4(ρ); see Figures 6–10. These functions are implicitly defined by
(numerically) comparing platform’s ad revenue across different equilibria: C1 equilibrium generates
higher ad revenue than C2 if γ > h1(ρ) (Figure 6); W2 generates higher ad revenue than C2 if
γ > h2(ρ) (Figure 7); C1 generates higher ad revenue than E1 if γ > h3(ρ) (Figure 8); E1 generates
higher ad revenue than C2 if γ > h4(ρ) (Figure 9); and finally the comparison between W2 and E1
is shown in Figure 10.

Proposition 10 follows directly from these comparisons. ■

48



Figure 6: Platform’s choice between C1 and C2 equilibrium

Figure 7: Platform’s choice between C2 and W2 equilibrium
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Figure 8: Platform’s choice between C1 and E1 equilibrium

Figure 9: Platform’s choice between C2 and E1 equilibrium
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Figure 10: Platform’s choice between W2 and E1 equilibrium

51


	Introduction
	Background
	Model
	Equilibrium under no privacy
	Product-market equilibrium for given ad rates
	Optimal ad rates
	Properties of the no-privacy equilibrium

	Two symmetric cases
	Case 1: Both consumer types equally (very) picky
	Case 2: Both consumer types equally flexible with =.5

	The asymmetric case
	C1 product-market equilibrium under privacy for given ad rates
	Privacy versus no privacy under exogenous ad rates
	Optimal ad rates in a C1 privacy equilibrium
	C1 privacy equilibrium versus no-privacy equilibrium under endogenous ad rates
	Equilibrium selection under privacy

	Discussion
	Conclusion
	Appendix
	Proof of lemma:adrates
	Proof of lemma: eqmnoprivacy
	Proof of lemma: cstaticsnoprivacy
	Proof of prop: w1exogenous
	Proof of prop: full equilibrium W1
	Proof of clm:three
	Proof of clm:four
	Product-market equilibrium under privacy
	Proof of lemma: w1andc1
	Proof of lemma: cstaticsprivacy
	Proof of Proposition 6
	Proof of prop: benchmark
	Proof of lemma: c1full
	Proofs of prop: full equilibrium C1 and prop: welfare-full equilibrium C1
	Proof of prop:platformequilibriumchoice


